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Introduction

What is CentreWare?

CentreWare is a suite of applications and printer/fax drivers that support the Xerox
Document Centre line of products. With an array of Administrator and user tools,
CentreWare is used for installing, maintaining, and using the Xerox Document
Centres.

CentreWare Services consists of :
m  Network Admin Services

For installing and configuring Document Centres for printing/faxing in NetWare,
TCP/IP, Microsoft Networking, and Banyan VINES network environments.
AppleTalk environments are supported by the Mac Printer Utility.

m  Network Print/Fax Services

For installing, configuring, and using Document Centre printer and fax drivers.
Also includes network printing and productivity tools like the Conductor, Fax
Phonebook, and TIFF Submission Tool.

m  Network Scanning Services

Used to scan documentsto file, fax, E-Mail, and other third-party applications,
such as PaperPort and TextBridge.

CentreWare I nternet Servicesisthe embedded HTTP server application that allows
you to access printing/faxing/scanning, connectivity, and maintenance tools using a
web browser. It has features that parallel the Administrator and user tools of
CentreWare Network Services, but it uses the browser interface instead of the
standard Windows interface.

xi
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Figure I-1: CentreWare Network and Internet Services
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Who Should Use This Guide

This guide is written for Network Administrators who need to install, set up, and
manage Release 5.20 CentreWare Network Scanning Services software on their
networks. To use the proceduresin this guide effectively, Network Administrators
must have previous experience working in a network environment and must possess
Supervisor, Administrator, or equivalent rights to the network. They must also have
prior knowledge of how to create and manage network user accounts.

This guide provides network scanning users with information on how to create scan
templates, use watch services, and scan documents. To use this guide effectively,
users must possess a basic understanding of Microsoft Windows software and of their
network environment.

What's New in This Release?

The CentreéWare 5.20 Network Scanning Services software and documentation
include the following updates and revisions:

m  Support has been added for Document Centres 420/432/440 and 460/470.

m A new service module which can be installed to support scanning to Microsoft
Exchange folders.

m  Template features have been updated to support new options.
m  The documentation and help have been updated.

Who Should Use This Guide xiii



How To Use the Documentation Set

The documentation for Network Scanning Services includes the CentreWare Networ k
Scanning Services Guide, the CentreéWare Network Scanning Services User Guide,
the CentreWare Network Scanning Services Help Centre, and context-sensitive Help.

CentreWare Network Scanning Services Guide

The CentreWare Network Scanning Services Guide provides Network Administrators
and scan users with information about using the CentreWare Network Scanning
software on Microsoft Windows workstations. It includes step-by-step instructions
for performing both Administrator and user tasks.

A hard-copy version of this guide isincluded in the product package. An electronic
.PDF version can be found on the Network Scanning Services CD.

NOTE: The Adobe Acrobat Reader is required to view and print the PDF files.
Readers for all environments are provided on the CentreWare Network Admin
Services CD in the \ACROREAD directory. Acrobat readers are also available free
of charge from Adobe at www.adobe.com.

CentreWare Network Scanning Services User Guide

The CentreWare Network Scanning Services User Guide provides scan users with
information about using the CentreWare Network Scanning software on Microsoft
Windows workstations. It also includes step-by-step instructions for performing user
tasks. The User Guideis provided in .PDF format only and can be found on the
Network Scanning Services CD.

NOTE: Information about network scanning from non-Microsoft Windows
workstations can be found in the CentreWare Internet Services Guide.

Xiv



Network Scanning Services Help Centre

The Network Scanning Services Help Centreisthe central online source for scanning
information. It includes feature descriptions, step-by-step procedures, problem
solving information, a glossary, and support information.

The Network Scanning Services Help Centre is automatically installed on the
workstation during the software installation. The Help Centre can be accessed in the
Xerox CentreWare programs list on the desktop.

Help Centre
Help &
HowDol... D:::mmmion
(V7%
e
Features & Problem Solving

Applications

gy

Glossary Support
z X
c}“'

Network Scanning Services

Figure I-2: Network Scanning Services Help Centre

Help

Context-sensitive Help contains feature information about the Network Scanning
Services software and detailed instructions on how to useit. Help can be accessed by
using either the Help buttons or menus in the scanning software.

How To Use the Documentation Set XV



Where to Get CentreWare Support

Internet Support

Visit CentreWare on the Internet at www.centreware.com. Our web site contains
product support information, product demonstrations, and the latest information about
CentreWare updates and new releases.

Telephone Support

For additional assistance, you may contact the Xerox \Welcome Center by telephone.
Locate your Document Centre serial number, and record it in the space below before
you make your call.

Document Centre Serial Number:

The Xerox Welcome Center tel ephone numbers are listed in the following table. If the
Welcome Center telephone number for your country is not listed, it will be provided
to you when your Document Centreisinstalled. For future reference, please record
the telephone number in the space provided below.

Welcome Center Telephone Numbers:

UNITED STATES 800-821-2797
CANADA 800-939-3769 (800-93-XEROX)

XVi



v U A

£} -

S

Introducing Network Scanning Services

This chapter explains the concept of network scanning versustraditional scanning and
introduces the CentreWare Network Scanning Services software. It also contains a
section to help users of previous software versions adapt more quickly to the new
software.

What is Network Scanning?

Traditionally, scanning adocument meant that you could place a paper document on a
scanner attached directly to your PC and obtain an electronic image of that document
on your PC desktop.

s

A Al

Figure 1-1: Traditional Scanning
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CentreWare Network Scanning Services enables you to scan documents at the
Document Centre and create el ectronic TIFF files which are sent to adocument folder
(aspecific directory) on afile server. These files can then be:

automatically sent to a user’s workstation and opened with an application that is
capable of reading TIFF files.

moved to auser’s PC or another server location for storage.

kept in the document folder with notice sent to the user that the scanned
documents are available.

distributed to other people via E-Mail.
converted to another file format such as .RTF, .PDF, HTML, .TXT, etc.
automatically faxed to others.

scanned directly into PaperPort on a user’s desktop. (You must first install the
companion Scan to PC Desktop™ package.)

e é
= / A

= N
iz,

Figure 1-2: Network Scanning
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How Can Network Scanning Help You?

CentreWare Network Scanning Services combines the power of Xerox Document
Centre scanning with the software applications you use every day. Network scanning
enables you to improve your work processes and save time and money.

Here are some of the ways network scanning can help you:

Scan to your desktop—Scan paper documents and retrieve them automatically at
your desktop with PaperPort software. (Requires Scan to PC Desktop™ software
package.)

Scan to E-Mail—Scan documents directly to your E-Mail system. Reduce the
cost of overnight mail delivery.

Redesign your records storage—Eliminate paper piles and walls of filing
cabinets. Now you can store your documents online.

Eliminate time-consuming retyping efforts—Stop retyping older documents or
recreating complicated graphics. Simply scan the paper copy, convert your
document to Microsoft Word, HTML, .PDF, ASCII, or many other popular
formats, and make your changes.

Share documents and information quickly and easily—Store scanned documents
in acommon directory folder where co-workers can easily access them.

Quickly prepare time-critical proposals and presentations— nclude data from
different sources and incorporate it into a common format to create professional
presentations and proposals!

How Can Network Scanning Help You? 1-3



Features At A Glance

Network Scanning Services is composed of several different elements that work
together to create and deliver the scanned document to its final destination.

Xerox Network Scanners Window

The Xerox Network Scanners (XNS) Window is your starting point for all network
scanning activities. When you open the XNS window, the names of all scan-enabled
Document Centresthat can be accessed from your workstation appear in thelist. If no
Document Centres are enabled for scanning, only the Add Network Scanner icon
appears in the window.

BE Xerox Metwork Scanners M=
Scanner  Edit “iew Help

b e B ad e S

Mame | Type | Statuz |
= &dd Metwork Scanner

@ ‘beaker_ps' to “hemc-08151..  Document Ce..  Connected

@ ‘beaker to “Yu-mo-0815l-dev... Document Ce..  Connected

@ ‘gonza’ to “Weemc-0815-nt14.. Document Ce... Connected

4 object(s) [ [NUM 7

Figure 1-3: Xerox Network Scanners Window

1-4 Introducing Network Scanning Services



Add Network Scanner Wizard

The Add Network Scanner Wizard is both an administrative and user tool. Network
Administrators who possess Supervisor or Administrator rights on the network can
use the Wizard to install and set up Network Scanning Services. Scan users can
automatically locate configured scanners on the network. Some of the tasks that can
be performed with the Wizard include:

m installing the scanning software on a network file server.

m  enabling the Document Centreto log on to the scan server and access distribution
templates and document folders.

m  granting network users access to network scanning and creating default scan
templates for each user.

m optionally creating scanning groups which allow several users accessto the same
Document Folder (NetWare and NTFS networks only).

m automatically locating scanners on a network.

Refer to the installation chapter for your network environment to obtain more
information on using the Add Network Scanner Wizard.

Distribution Templates

Distribution templates control the manner in which a scanned document is processed.
They contain specific instructions that define the electronic document’s format and
details about how to file, fax, or distribute a scanned document. A default distribution
template is created for each scan user at the time Network Scanning Servicesis
installed.

Features At A Glance 1-5



Distribution templates are stored in atemplate pool on a network server. Templates
can be created once and used repeatedly. The Add Network Scanner Wizard can
configure each Document Centre to download distribution templates from a
networked template pool. More than one Document Centre can access asingle
template pool; however, this practiceisnot recommended. If atemplate ismodified or
deleted, the changes will impact the template’s use from all machines.

D t S 800 o
ocument Size —
Send to..... L —
Increase Contrast

| B

Decrease Brightness
9 Template Pool

[ Print Confirmation
OCR Text
Multi-page TIFF
etc..... \/

Distribution Template Network Server
(the scan server)

Figure 1-4: Distribution Templates

Refer to Chapter 7, Distribution Templates, for more information.
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Watch Services

Watch Services (also called the Watcher) enable you to monitor a network directory
(document folder) for the arrival of new scanned documents. You can a so specify
how the document will be processed once it appears. A document can be;

m  moved to another directory or folder.
m  opened on your PC desktop with any application able to read TIFF images.
m  stored in the document folder with notice of itsarrival sent to your desktop.

A Watch Service is automatically established to monitor each scan user’s document
folder when Network Scanning Servicesisinstalled.

Refer to Chapter 8, Watch Services, for more details.

History

The View History option available from the Xerox Network Scanners Window
enables scan usersto view a summary of the activity performed by the CentreWare
distribution server.

Refer to Chapter 10, History, for more information.
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Properties

Scanner Properties

The Scanner properties are available from the Scanner menu in the Xerox Network
Scanners window. Scan users may view scanner properties. Administrators can
quickly view or modify scanner properties. Use scanner properties to access:

m  network scanner status
m  distribution information

m  Document Centre network login, password, and advanced Document Centre
settings

m completed jobsinformation

Refer to Chapter 6, Managing Scanner Properties, for more information.

Distribution Template Properties

Distribution Template properties can be accessed from the distribution template
window. Templates can be modified by anyone with Write access to the template
pool. By default, all enabled scan users have Read/\Write access to templates.

Refer to Chapter 5, Managing Scan User Access, for more information.

1-8 Introducing Network Scanning Services



Getting Started

The Xerox Network Scanners (XNS) Window is your starting point for all network
scanning activities.

Opening the Xerox Network Scanners Window

You can open the XNS window in either of the following ways:

m  From your desktop, select:
Start > Programs > Xerox CentreWare > Xerox Network Scanners

¥ Micrasaft \Word 35 E Add Network Scanner )
ozt
. . nit | | |
3 windows Explorer &) Network Scanning Servives Help Centie running in background
/ ¥ [ 2eron Network Scanners

-OR-

m  Double-click the Scanning icon in the Windows taskbar.

scanning icon in Windows taskbar

NERIOiq 223rm

Getting Started
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Understanding the Xerox Network Scanners Window

When you open the XNS window, the names of all scan-enabled Document Centres
that can be accessed from your workstation appear in the list. If no Document Centres
are enabled for scanning, only the Add Network Scanner icon appears in the window.

BE Xerox Metwork Scanners M=
Scanner  Edit “iew Help
P e X =

| Type | Statuz |

I ame

2 object(s) [ [NUM 7

Figure 1-5: Xerox Network Scanners Window

NOTE: Refer to Chapter 12, Problem Solving, if you have scan-enabled
Document Centre scanners installed on your network that do not appear in the
Xerox Network Scanners window.

1-10
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Scanner Menu

The Scanner Menu contains all of the menu functions specific to network scanning:

Add Metwork Scanner... Add Network Scanner. Enables Network Administrators to configure

Wit e S Document Centres for network scanning.

Wwatch Folder...

. Uninstall Scan Server. Uninstalls scanning software and document
Explore Dacuments... folders from scan server.

Wiew Histary... . . .

Manage Users... Watch Folder. Opens a dialog displaying document folders for

i monitoring. This item is disabled unless a network scanner icon is

— selected.

Froperties

Clase Open Templates. Opens a window which lists the templates associated

with a particular Document Centre. This item is disabled unless a network
scanner icon is selected.

Explore Documents. Opens an Explorer window of your document folder on the scan server. If
you are logged in with access to multiple document folders, Explore Documents opens the

\ dat a\ user s directory on the scan server. From there, you can select the desired document
folder and examine the documents inside. This item is disabled unless a network scanner icon is
selected.

View History. Opens a window which displays a record of distribution scan jobs and their status
(processing, completed, completed with errors, or failed). Jobs for all users are displayed in the
window.

Manage Users. Enables Network Administrators to quickly add or remove new scan users or
scan groups.

Delete. Removes the selected scanner from the displayed list and local cache. It does not delete
the scan server or any information contained on the server. This item is disabled unless a
network scanner icon is selected. For Network Administrators only, Delete also prompts you to
uninstall the scan server and restore Document Centre settings to factory defaults.

Properties. Allows all users to view device-specific scan settings. Also allows Network
Administrators to establish the distribution server or to modify device-specific scan settings.

Close. Closes the Xerox Network Scanners Window.

The Edit, View, and Help menus all contain standard Windows options.

Getting Started 1-11



Transitioning to the 5.20 Software

If you have been using release versions 3.2 or 4.1 of the CentreWare Network
Scanning Services software, this section isfor you. (If you are currently running
release 5.1 software, you do not need to read this section.) You will notice several
changes which have been implemented to make the scanning software easier to use:

New Look and Feel

The scanning software has been redesigned so you don’'t have to open several
different software applications to perform the scanning tasks. Every task is
started from the Xerox Network Scanners window.

What Are Distribution Templates?

Distribution Templates are what were previously referred to as templates or scan
templates. The name has been changed to better convey the functionality.

How Can | Change Template Settings?

The former Template Utility functionality has been incorporated into the process
of creating or modifying distribution templates. Distribution templates can be
accessed from the Distribution Template Window.

What Do | Do with My Existing Templates?

Existing Scan-to-File and Scan-to Fax templates can be used asis. Since
CentreWare 5.20 uses an "Inbox" directory for all distribution processing, E-Mail
templates and templates that include Optical Character Recognition (OCR)
require special attention. These templates can be handled in two different ways:

m  Usethe CentreWare 5.20 Watch and Move features to move documents from
your existing E-Mail and OCR directoriesto the CentreWare Inbox directory
on the scan server.

-OR -

= Open the templates from the CentréWare 5.20 Distribution Template
Window, save, and close the templates again. The software updates the
templatesto file to the CentreWare Inbox. Once there, distribution is
managed by the CentreWare 5.20 distribution server. The distribution server
must be set up by the Network Administrator during installation.

1-12
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How Do | Set the Document M anagement Agent?

The functionality of the Document Management Agent has been replaced by
Watch Services and Distribution Services. When the scanning software is
installed on your workstation, aservice isautomatically set to monitor or "watch"
your document folder on the scan server. The Watch Folder Wizard offers
enhanced functionality compared to that of the former Document Management
Agent because it enables you to watch multiple folders on a network and to
choose among three different functionsto perform after adocument is detected in
the folder. See Chapter 8, Watch Services, for more details.

Distribution Services have been simplified aswell. Scanned documents requiring
distribution services such as OCR or E-Mail are sent from the Document Centre
directly to the Inbox directory on the Scan Server. Once there, the CentreWare
distribution server picks up the document and performs the necessary services.

For more information, see Chapter 4, Enabling Scan to E-Mail and Distribution.
How Do | Create Remote Repositories?

Creating remote repositoriesis no longer an Administrator’s task. Because the
flexibility of setting scan destinations has been greatly enhanced in this version
of CentreWare, you can now simply create a distribution template with a " scan to
other" destination. The other destination can be any location to which you have
access. See Distribution Templates on page 7-1 for more information.
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Installing Network Scanning Services
on NetWare Networks

This chapter contains system requirements, information to help you plan your
installation, an installation overview, and detailed procedures for installing the
Network Scanning Services software on NetWare networks.

A complete installation involvesinstalling and running administrative software to set
up the scan server, enabling the Document Centre to communicate with network
scanning software, and installing applications on the user workstations.

To enable Scanning to E-Mail or distribution, you must also set up adistribution
server. See Chapter 4, Enabling Scan to E-Mail and Distribution, for more
information on installing distribution services.
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Key Terms

Understanding the following terms will better enable you to perform the Network
Scanning Services installation:

Distribution Server. A Windows 95/98 or Windows NT 4.0 client, Windows 2000
Professional or aWindows NT 4.0 or Windows 2000 server set up to host automated
document processing. The type of processing that takes place is based on the services
specified in a distribution template. The distribution server manages automated Scan
to E-Mail, OCR processing, and other distribution services.

Distribution Template. A distribution template is a component of the Network
Scanning Services software which contains specific instructions on how to process or
store a network scan job. The information in the template defines various scan, OCR,
fax, and E-Mail settings that may be required to complete the scan job. Each user is
assigned a default template when the Administrator sets up access to network
scanning.

Document Folder. A document folder isafiling directory on a network server in
which scanned files are stored.

Scan Server. The network server on which the Network Scanning Services software
(\CW_SCAN directory) isinstalled. It typically hosts the scan template pool, user
document folders, a default scanning repository, and group repositories (if groups are
supported by the network configuration).

Template Pool. A directory location on a network file server (the scan server) in
which scan templates are stored. New templates created with Network Scanning
Services are automatically stored in the template pool.

2-2
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Installation Requirements

Document Centre Configuration Requirements

m  The Document Centre is connected, configured, and functioning as a network
printer.

m  The scanning option kit isinstalled on the Document Centre.

Workstation Configuration Requirements

Network Scanning Services software is available for 32-bit environments. The
minimum recommended workstation configuration is:

Microsoft Windows 95 and Windows 98 Workstations
m  486DX, 66 MHz or higher processor.

m Atleast 10 MB of available hard-disk space.

m 16 MB of memory or higher.

m  CD-ROM drive.

m  VGA (or higher-resolution) display adapter.

Microsoft Windows NT 4.0 and Windows 2000 Workstations

m  Intel-based systems—Pentium or faster; RISC-based systems—workstation with
Alpha AXP, MIPS R4X 00, or PowerPC processor.

m Atleast 10 MB of available hard-disk space.

m 32 MB of memory (minimum), 64 MB (recommended).
m  CD-ROM drive.

m  VGA (or higher-resolution) display adapter.

NOTE: If you are using Windows 2000, check the ReadMe files or the
CentreWare website for the latest information on compatibility or support.
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Network Configuration Requirements

Scan Server Requirements

The configuration requirements for the scan server in a NetWare environment
include:

m  any of thefollowing servers:
m  NetWare Bindery server (3.1, 4.x, or 5.x (IPX only))
m  NetWare NDS server (4.x or 5.x (IPX only))

m  aminimum of 2.5 MB available disk space, plus sufficient space to store
TIFF/PDF files. The minimum requirements will vary based on the number of
scan users.

Connectivity Requirements

During scan processing, the Document Centre must make a connection and transmit
document images to folders on afile server. On NetWare networks, Network
Scanning Services files scanned images using the NetWare Core Protocol (NCP) via
IPX over Ethernet or Token Ring. Filing vialP is not supported.
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Security Requirements

Network Administrators

Network Administrators must possess the following network rights to configure the
scan server with the Add Network Scanner Wi zard:

Network Server Type Required Access Rights

NetWare Bindery Supervisor rights on the target file server.
NetWare NDS Read/Write/Create rights in the target NDS Name Context and
NDS Volume Object.

Table 2-1: Summary of Rights Required to perform installation on NetWare networks

Scan Users

Scan users require network accessto the \CW_SCAN directory on the scan server.
Refer to How Wil You Manage Network Security? on page 2-9 and the Summary of
Access Rights on page A-4 for more information on scanning access rights.

Document Centre Scanner

The Document Centre scanner requires a valid network login name and password to
gain access to the scanning directory structure on the scan server. You must create this
account prior to installation using your network administration tools. Necessary rights
will be granted to the Document Centre account during setup with the Add Network
Scanner Wizard.
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Planning the Installation

Before you begin the Network Scanning Services installation, you should take afew
minutes to consider how your organization will use the scanning software and
determine the optimal configuration for your network. Some basic issues to consider
are outlined below.

What Scanning Functionality Do You Need?

Network Scanning Services gives you the ability to install and configure different
scanning capabilities based on your organization’s needs. You can perform four basic
scanning functions:

Scan to File (Document Folder)—Scan a document and store the electronic
version in a specific document folder (directory) on a network file server. This
functionality also enables you to scan to other applications’ "Inboxes'.

Scan to PC Desktop™—Scan a document and have the file automatically
retrieved by PaperPort on the user’s desktop (requires supplemental Scan to PC
Desktop™ Kkit).

Scan to E-Mail—Scan a document and E-Mail it directly to any individuals
whose names are included in the template’s E-Mail distribution list.

Scan to Fax—Scan a document and fax it directly to any individuals whose
names are included in the template’s fax distribution list.

Scan to Microsoft Exchange Folders—Scan a document and send the electronic
version directly to a specific Microsoft Exchange Public Folder.

2-6
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The installation process varies slightly based on your scanning needs. The following
table outlines which types of software need to be installed to support each type of

scanning.

You need to install

If you want Admin Network Distribution
to enable... Workstation® Server® Server® Workstation
Scanto File «CentreWare «Scan Server | *CW Network *CW Network
(CW) Network software! Scanning Scanning (optional)®
Scanning (optional)? * TextBridge
*TextBridge OCR | OcR (optional)4
(optional)?
Scan to PC *CW Network « Scan Server « PaperPort
Desktop™ Scanning softwaret * TextBridge OCR
(optional)
*CW Network
Scanning (optional)®
Scan to E-Mail *CW Network *Scan Server | «CW Network *CW Network
and Distribution | Scanning software! Scanning Scanning (optional)®
*TextBridge OCR | , E-Mail Client®
+E-Mail Client®
Scan to Fax «CW Network « Scan Server *CW Network
Scanning software! Scanning (optional)®
Scanto Microsoft | «CW Network *Scan Server | *Microsoft +CW Network
Exchange Folders| Scanning software? Outlook Client Scanning (optional)®
*CW Network «Microsoft Outlook
Scanning Client
*TextBridge OCR
(optional)?

Table 2-2: Software Required to Support Varied Scanning Functionality
TI n some network environments, the Admin Workstation, the scan server, and the distribution server can be

the same machine.

Lingtall ed with CentreWare Add Network Scanner Wizard.

2cw Network Scanning and/or TextBridge OCR installed on Distribution Server only if users desire the
ability to automatically OCR documents.

3cw Network Scanni ng required only if users need the ability to create and edit distribution templates.
“extBri dge only required if users desire the ability to OCR documents after they are scanned.
SNot distributed with CentreWare software.
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Determining Your Optimal Network Configuration

When you install Network Scanning Services, you create a configuration similar to
the one shown in Figure 2-1. However, because of the flexibility provided in the
scanning software, in some network environments you can choose a physical server
to host the scan server, distribution server, and Administrative software. Or you can
choose to utilize two or three separate machines. Review the guidelines and
considerations in the following sections to help determine which configuration might
work best for your network environment.

) Scanner
-; Enable DC scanner to z%/
Frrrrep —
access scan server —
”

Set up scanning software
(CW_SCAN directory) on
scan server Scan to File

Admin Workstation Scan Job Document
;' Centre
i

T

L]
| -ER
»
Scan Server ML Scan to PC 'é
Template Pool Desktop™ S
Document Folders (optional software) User PC

Figure 2-1: Network Scanning Distribution Services
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NetWare Networks

Because administrative tasks are performed remotely, you will need aworkstation to
perform administrative tasks and a network server. The administrative workstation
can also be used as the distribution server for processing scan jobs. This machine can
be your regular workstation; however, because the TextBridge application opens each
time afileis converted to text, you may want to designate a separate machine.

If you use aWindows NT workstation, it must be using a NetWare network client
such as Novell’s Internetworking Client for NetWare.

In NetWare environments, the scan server software isinstalled on the NetWare server.

How Will You Manage Network Security?

The Add Network Scanner Wizard works in conjunction with NetWare operating
systemsto grant and verify user access to network scanning. Therefore, user access
rights are automatically assigned during the scanning installation.
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Updating from a Previous Version

If you are currently using Release 3.2 or 4.1 of the Network Scanning Services
software, follow the instructions below to update your software to the 5.20 release.

» To update release version 3.2 or 4.1 software versions to the 5.20
release:

1 Uninstall the previous version of the network scanning software from your
administrative workstation.

2 Assuming you have aready created the required network accounts for the
Document Centre, follow the instructions for installing the administrator’s
software on page 2-15.

3 Open the Xerox Network Scanners Window. Do one of the following based on
the behavior you observe.

= If the CentreWare software is able to automatically detect your configured
Document Centre, the Document Centre will appear in the list of scanners.
Double-click the scanner icon. You will be prompted to upgrade your
software.

-OR -
m |f the CentreWare software does not automatically detect your scanner, use

the Add Network Scanner Wizard to identify the configured Document
Centre.

Follow the steps in the Wizard, choosing the server location where network
scanning is currently installed for the scan server installation directory.

A message will appear explaining that the scanning software will be
upgraded and no datawill be lost.

Finish the stepsin the Add Network Scanner Wizard. The server updateis
complete.
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4 Uningtall the previous version of the network scanning software at each user’s
workstation. Install the Release 5.20 software and reboot the workstation.
Network scanners will be detected automatically.

5 Follow theinstructions for Setting Up Distribution Services on page 4-5 if you
wish to enable Scan to E-Mail processing.

NOTE: Do not run different release versions of network scanning
software at the same time. Release 4.1 distribution templates will work
automatically with the CentreWare 5.20 release, but they will be modified
to run with 5.x series software only. Templates created with different
software versions are not interchangeable.
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Installation Overview

The following diagram illustrates an overview of the Network Scanning Services
installation process.

Part 1: Create Network User Account
for the Scanner

L >

Part 2: Install Administrator’s Software

i

Part 3: Run the Add Network Scanner Wizard

< >

Part 4: Test the Document Centre
Configuration

e

Part 5: Install Network Scanning
on User’s Workstations
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Installation Worksheet

The following table contains information you will need or will determine during the
Network Scanning Servicesinstallation. You may find it helpful to copy this page and
use it to record data as you proceed through the installation.

Required Record Your Network Data Here
Information

Document Centre Scanner User Name

Document Centre Scanner Password

E-Mail Account User Name for Scanner
(if enabling Scan to E-Mail)

Scan Server Name/Computer Name

Server Volume/Directory
NDS Context (if applicable)
NDS Tree (if applicable)

Table 2-3: Network Scanning Services Installation Worksheet
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Installing Network Scanning Services

Part 1: Create a Network User Account for the Scanner

The Document Centre Scanner requires Read/Filescan access to the scan Template
Pool and the user’s document folders on the scan server.

1 Useyour network administrative software to create a network user account and
password (if desired) for the Document Centre scanner. The account must
contain the following (or equivalent) settings:

s User Cannot Change Password
m  Password Never Expires

2 Record the Scanner user name and password on your installation worksheet. You
will use thisinformation when you run the Add Network Scanner Wizard.
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Part 2: Install Administrator’s Software

The specific location in which you choose to install the scanning administrative
software is dependent on your overall network scanning configuration. Several
configuration considerations and suggestions are included in Determining Your
Optimal Network Configuration on page 2-8. Be sure you have reviewed this material
before you continue.

1 Insert the Network Scanning Services CD into the appropriate drive at the
Administrative workstation. The AutoPlay program displays the available
selections.

If AutoPlay is not enabled on your workstation, locate and double-click the
Setup.exefile at the CD root.

2 Select alanguage.

Click Network Scanning Services and I nstall Network Scanning Servicesto
start the Setup program.

4  Click Next on the Welcome screen.

5 Select Yesto accept the terms in the Software License Agreement screen. This
screen appears only during the first CentreWare installation.

6 Enter your name and company on the Registration screen. Click Next.

If you currently have no CentreWare software installed on your machine,
continue with Step 7.

If the following message appears, click OK and skip to Step 9:

A previous installation of CentreWare has been detected. New Services will be
added to this directory to enable optimum performance.
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7 Click Next on the Choose Destination Location dialog to accept the default
installation directory. Installing to the default directory is recommended.

8 Click Next on the Select Program Folder dialog to add the scanning software to
the Xerox CentreWare program folder.

9 Click Next on the Start Copying Files dialog to copy the scanning software to the
hard drive.

10 Click Yeson the Modify Startup Folder dialog to add a desktop scanning icon to

the Windows taskbar. This icon enables you to start Scanning Services directly
from the taskbar.

11 On the Setup Complete dialog, do one of the following:

= |If prompted to reboot, select Yes, | want to restart my computer now.
Click Finish to complete the installation.

-OR -

= |f you are not prompted to reboot, click Finish. Click Exit to close the
AutoPlay program.

NOTE: The software prompts you to reboot only if system files require
updating. Typically this occurs if you have no other current CentreWare
software installed on the workstation.

The scanning software searches your network and automatically detects any scanners
that are accessible from the workstation. The search may take several minutes on
large networks. The scanning desktop icon also appears in the taskbar.
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Part 3: Run the Add Network Scanner Wizard

The Add Network Scanner Wizard enables network administrators to install the
scanning software on the scan server, create document folders, grant user access to
network scanning, and enable the Document Centre scanner to communicate with the

SCan server.

NOTE: If you are installing Network Scanning Services on an NDS server, your
workstation must be configured as an NDS client. Otherwise, you cannot browse
the NDS tree.

1 Start the Add Network Scanner Wizard.

At the machine on which you installed the Administrative software, select:
Start > Programs > Xerox CentreWare > Add Network Scanner.

The Add Network Scanner wizard opens.

Add Network 5canner Wizard

This wizard helps you access your Document Centre Scanner and associate or cieate a
A Server.

% {Enable a new Documert Centre Scannet for
inetwork scanning and associate it with a scan
iserver. H

™~ ldenlify an existing configured Document Cantre
Scanner to add to your Xerox Network Scanners
folder.

 Automatically discover all Document Centre
Scanners that have already been configured and
add them to your X<erox Metwark. Scanners falder.

About |
< Bach I Mext » I Cancel | Help |

Figure 2-2: Add Network Scanner Wizard
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2 Choose an installation option.

Thefirst screen of the Add Network Scanner Wizard gives you three different
options:

m  Enable a new Document Centre Scanner—enables you to install the
scanning software on the scan server and configure a Document Centre for
network scanning (for Administrator use).

= Identify an existing configured Document Centre—enables you to search the
network for a specific Document Centre that has already been configured for
network scanning and list that machine in the Xerox Network Scanners
folder on the PC (for Administrator or users).

m  Automatically discover all Document Centre Scanners—enables you to
search the network for all Document Centres configured for network
scanning and list those machines in the Xerox Network Scanners folder on
the PC (for Administrator or users).

For afirst-time installation, choose Enable a new Document Centre Scanner
and click Next.
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3 Choose a method to detect the Document Centre you are configuring for
scanning.

m  To browse the network using NetWare, select | want to browseto find a
device over and select NetWar e from the drop-down box.

m |f you know the machine's IP Address, TCP/IP Hostname, or IPX Address,
you can directly access the Document Centre. Select the appropriate option
and type the machine address or hostname.

Add Network Scanner Wizard

*Y'ou can browse a completg list of Doc:unjent Centre Scanne_rs digcovered on a specified If a particular
ngtwork protoco_l. Depending upon the size of the network, it may take several minutes to capability is not
dizcover all devices. . .

available in your
Or pou can provide the specific network, address of the scanner, and immediately access network environment,
the device. the option will not
appear in the dialog.

& | want to browse to find a device over:

| know the [P Address: Use the arrow key to
| . . . T [ move tothe next
segment when the
€ | know the TCPAP Hostnarne: address contains fewer
| than 3 digits in a
segment.

| know the P Address:

< Back I Mest » I Cancel | Help |

Figure 2-3: Choose A Detection Method

Click Next. The Wizard searches the network. A list of available Document
Centres appears.
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4  Select a Document Centreto configure.

Select the Document Centre you wish to configure from the Devices Found list
and click Next.

Add Network Scanner Wizard

Select the device that you want to configure.

Devices found using Metw are:

Mame | Model | -
3 ANIMAL_PS Document Centre 230 5T
@ BEAKER_PS Document Centre 230 5T
BUSEY_PS Document Centre 240 5T
@ GOMZ0_PS Document Centre 230 5T

HOTPOIMT_PS Document Centre 265 5T
MAGICCHEF_PS Document Centre 255 5T

Show Devices -
enables you to =l
limit the number of

Document Show Devices:
Centres displayed | 21l Devices =l
in the list. g

Dacument Centre 220 5T —

Document Centre 230 5T

T hcel | Help

Figure 2-4: Result of Network Search for Document Centres

NOTE: CentreWare supports two versions of the Document Centre 230 ST—the
original Power PC-based version, and the upgraded Intel version. The Add
Network Scanner Wizard currently lists both versions as "Document Centre 230
ST" in the Show Devices list box. Therefore, you may need to try the second

selection if your first 230 ST selection does not display the correct Document
Centre model.
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5 Enter the Document Centre machine password.

Type the appropriate password to access the Document Centre, and click OK.

Enter Password E

“f'ou are required to enter a device access
pazsword to perform this operation.

Password:

Ixxxx
(] 3 I Cancel |

Figure 2-5: Document Centre Password dialog

NOTE: Consult your Document Centre Administrative documentation if
you don’t know your machine password.
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6 Select your server operating system and browse to the scan server

installation directory.

Select the operating system of the server you are using for Network Scanning
Services and type the network path to the directory in which you are installing

the scan server software. Click Browse if you wish to search your network and

locate a specific directory or create anew directory folder.

In the example below, the scan server software \CW_SCAN) will beinstalled in

the \elukas directory on a NetWare Bindery server.

Add Network Scanner Wizard

Specify the zerver operating system and install location of the scan server. The scan
zervel is a directory structure on your network that the Document Centre will use for
placing images as you scan documents.

Server Operating Systen:

7 wdindows NT

7 Mebwiare 43 - NDS
" Other [FTP)

Location [\\Server\W olumesPath]:

I\\><-M C-0815L-DEVISUSERS E luk ash

Browse. .. |

< Back I Mest » I Cancel | Help

Figure 2-6: Select the Server Operating System

Click Next. The Document Centre Login dialog appears.

Can also be used
for NetWare 5.x -
NDS

The Location
display illustrates
the proper format
you should use
when typing the
installation
location. The text
changes based
on the Server
Operating
System selected.

2-22

Installing Network Scanning Services on NetWare Networks



7 Enter the Document Centre network user name and password you created
in Part 1. (See page 2-14.)

Add Network Scanner Wizard

Enter a login name and password [if any] that the Document Centre can uze to access the
zcan server directory structure to obtain distibution templates.

To optionally customize the location or login name for other spstem folders, uze the
“Advanced..." button.

Document Centre Login Mame:
IBeaker

Password:

Cancel | Help |

Figure 2-7: Document Centre Network Login

During this step, a default repository (document folder) is automatically created
within the \CW_SCAN directory. The default repository is the location where
documents whose distribution templates don’t specify a destination are stored.
All enabled scan users are granted Read/Write access to the default repository.

NOTE: The Advanced button enables you to modify default and alternate
repository settings. It is not necessary to modify these settings during the
initial installation.

If you wish to change repository settings at a later time, you can access

this information from the Scanner > Properties menu. For more
information, refer to Managing Scanner Properties on page 6-2.

Click Next.
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8 Create scan user accounts.

The following process enables you to grant scanning access to network users.

Add Network Scanner Wizard

*f'ou can create scan folders for users or groups that will be uzing network. scanning. A
distribution template will be created for each scan folder you create. This will enable users
ta scan documents ko their folders from the Document Centre.

— Scan Folder

Falder | Uszers
[_1 abhattac an \<-MC-0215L-DEV SUSERSMEIukasiow_scanhdatabusers  abhat
(23 elukes an WW<-MC-0215L-DEV SUSERSMEIukasiow_scanhdatabusers  eluke

| | B

I | Give usen/aroum aceess b distibution folden o seat senen

I MNew w Welete | /Edit |

— Uszer..

——  Group...

<ﬁac}/ I Mest » I Cancel Help
/

Refer to If you are not prompted to reboot, click Finish. on page 2-27 for an explanation of
when to use this selection.

Figure 2-8: Add Scan Users and Groups

a) Click New > User to begin adding scan users. The Add User dialog appears.
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D) Select the names of all network users who should be given access to network

scanning. (Refer to Help for tips on selecting multiple names at once.) Click
OK.

Add Users x|

Select one or more users and click "OK".

Users

bhuser i
carmstro

cdburner

cgiunta

charriso

cirug

cjacobs

coresick

CSaWran

clreese

czollweg LI
QK I Cancel | Help |

Figure 2-9: Add Users Dialog

NOTE: Do not add the Document Centre account as a user on this
screen. Access rights for the scanner are set up separately.

You may also create scan groups which enable multiple users to scan to a

common document folder. Click Help or see Managing Scan Users on
page 5-2 for more information on adding scan users and groups.

C) Click Next on the Scan Folders dialog.
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9 Complete scan server installation and configuration.
Click Finish on the final Wizard dialog to configure your network scanner.
Scanning datais transferred to the Document Centre. Document folders and
default templates are created on the scan server for each scan user or group.

Part 4: Test the Document Centre Configuration

Go to the Document Centre scanner, update the list of scan templates, and scan a
sample document to confirm that your scanning installation worked correctly.

NOTE: See Chapter 9, Scanning A Document, for more information on updating
scan templates and scanning documents.

If you are unable to scan, see Chapter 12, Problem Solving.
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Part 5: Install Network Scanning Services on User’s
Workstations

1

Insert the Network Scanning Services CD into the appropriate drive. The
AutoPlay program displays the available CD selections.

If AutoPlay is not enabled on your workstation, locate and double-click the
Setup.exefile at the CD root.

Select alanguage.

Click Network Scanning Services and I nstall Network Scanning Servicesto
start the Setup program.

Follow the instructions in the Setup program.

For step-by-step instructions, follow the steps for installing Network Scanning
Services on the Administrator’s workstation on page 2-15.

Click Yes on the Modify Startup Folder screen to add a desktop scanning icon to
the Windows taskbar. Adding thisicon enables you to start Scanning Services
directly from the taskbar.

On the Setup Complete dialog, do one of the following:

= |If prompted to reboot, select Yes, | want to restart my computer now.
Click Finish to complete the installation.

-OR-
= If you are not prompted to reboot, click Finish.

NOTE: The software prompts you to reboot only if system files require
updating. Typically this occurs if you have no other current CentreWare
software installed on the workstation.
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Installing Network Scanning Services
on Non-NetWare Networks

This chapter contains system requirements, information to help you plan your
installation, an installation overview, and detailed procedures for installing the
Network Scanning Services software on Windows NT and OS/2 Warp servers aswell
as SUN OS, HP-UX, or AlX systems.

A complete installation involvesinstalling and running administrative software to set
up the scan server, enabling the Document Centre to communicate with network
scanning software, and installing applications on the user workstations.

To enable Scanning to E-Mail or distribution, you must also set up adistribution
server. See Chapter 4, Enabling Scan to E-Mail and Distribution, for more
information on installing distribution services.
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Key Terms

Understanding the following terms will better enable you to perform the Network
Scanning Services installation:

FTP Installations. A term used throughout this book to designate scanning
installations to an FTP server. Installations to Windows NT FAT partitions, OS/2
Warp servers, and SUN OS, HP-UX, or AlX systems are all considered FTP
Installations.

Distribution Server. A Windows 95/98 or Windows NT 4.0 client, Windows 2000
Professional or aWindows NT 4.0 or Windows 2000 server set up to host automated
document processing. The type of processing that takes place is based on the services
specified in a distribution template. The distribution server manages automated Scan
to E-Mail, OCR processing, and other distribution services.

Distribution Template. A distribution template is a component of the Network
Scanning Services software which contains specific instructions on how to process or
store a network scan job. The information in the template defines various scan, OCR,
fax, and E-Mail settings that may be required to complete the scan job. Each user is
assigned a default template when the Administrator sets up access to network
scanning.

Document Folder. A document folder isafiling directory on a network server in
which scanned files are stored.

Scan Server. The network server on which the Network Scanning Services software
(\CW_SCAN directory) isinstalled. It typically hosts the scan template pool, user
document folders, a default scanning repository, and group repositories (if groups are
supported by the network configuration).

Template Pool. A directory location on a network file server (the scan server) in
which scan templates are stored. New templates created with Network Scanning
Services are automatically stored in the template pool.
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Installation Requirements

Document Centre Configuration Requirements

m  The Document Centre is connected, configured, and functioning as a network
printer.

m  The scanning option kit isinstalled on the Document Centre.

Workstation Configuration Requirements

Network Scanning Services software is available for 32-bit environments. The
minimum recommended workstation configuration is:

Microsoft Windows 95 and Windows 98 Workstations
m  486DX, 66 MHz or higher processor.

m Atleast 10 MB of available hard-disk space.

m 16 MB of memory or higher.

m  CD-ROM drive.

m  VGA (or higher-resolution) display adapter.

Microsoft Windows NT 4.0 and Windows 2000 Workstations

m  Intel-based systems—Pentium or faster; RISC-based systems—workstation with
Alpha AXP, MIPS R4X 00, or PowerPC processor.

m Atleast 10 MB of available hard-disk space.

m 32 MB of memory (minimum), 64 MB (recommended).
m  CD-ROM drive.

m  VGA (or higher-resolution) display adapter.

NOTE: If you are using Windows 2000, check the ReadMe files or the
CentreWare website for the latest information on compatibility or support.
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Network Configuration Requirements

Scan Server Requirements

The configuration requirements for the scan server include:
m  any of the following servers or workstations:
= WindowsNT 3.51, 4.0, or Windows 2000 server

= Windows 95, Windows 98, or Windows 2000 Professional, with installed
FTP server

m SunOS 2.x, HP-UX 11.0, or AlX 4.0, with installed FTP server
m OS2 Warp Server 4.0, with installed FTP server

m  aminimum of 2.5 MB available disk space, plus sufficient space to store
TIFF/PDF files. The minimum requirements will vary based on the number of
scan users.

m  aCD-ROM driveif theinstallation is performed directly at the server.

Connectivity Requirements

During scan processing, the Document Centre must make a connection and transmit
document images to folders on afile server. On non-NetWare networks, Network
Scanning Services uses File Transfer Protocol (FTP) filing via | P over Ethernet or
Token Ring.
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SNMP Community Names

If you are using SNM P Community Names other than the default GET/SET names
Public and Private for device management, the CentreéWare software will not be able
to automatically discover and maintain communication with the Document Centre. To
re-establish communication, you must run the CentreWare Device Discovery Wizard
(found on the Network Admin Services CD) before you install Network Scanning
Services. The Device Discovery Wizard enables you to discover the Document
Centre on the network and creates adiscovery updatefile (.mts) containing the device
address’community name associations for each Document Centre.

The discovery update file must be distributed to and executed by all scanning users
before they can view and interact with any Document Centres whose Community
Names have been changed from their default values.

NOTE: Users must have Network Scanning Services installed on their
workstations before they can perform the device discovery update. Then they can
simply double-click the .mts file on the workstation to execute the file update.
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Security Requirements

Network Administrators

Network Administrators must possess the following network rights to configure the
scan server with the Add Network Scanner Wi zard:

Network Server Type Required Access Rights

Windows NT Administrator/Domain Administrator rightsin the domainin
which network scanning will beinstalled.

Account Operators can a so perform installations; however, the
Administrator must first modify account policies to enable the
Account Operator to compl ete the installation.

All Others A minimum of Read/Write access to the directory in which
network scanning will beinstalled.

Table 3-1: Summary of Required Rights

Scan Users

Scan users require network access to the \CW_SCAN directory on the scan server.
Refer to How Wil You Manage Network Security? on page 3-12 and the Summary of
Access Rights on page A-4 for more information on scanning access rights.
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Document Centre Scanner

The Document Centre scanner requires a valid network login name and password to
gain access to the scanning directory structure on the scan server. You must create this
account prior to installation using your network administration tools.

The method you will use to assign access rights varies based on your network type:

m  Windows NTFS Partitions—Necessary rights will be granted to the Document
Centre account during setup with the Add Network Scanner Wizard.

m  For Windows NT FAT partitions and all Other Network Types—The account
established for the Document Centre scanner requires Read/Execute accessto the
template pool on the scan server and Read/Write access to file scan jobs to
various document folders.
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Planning the Installation

Before you begin the Network Scanning Services installation, you should take a few
minutes to consider how your organization will use the scanning software and
determine the optimal configuration for your network. Some basic issues to consider
are outlined below.

What Scanning Functionality Do You Need?

Network Scanning Services gives you the ability to install and configure different
scanning capabilities based on your organization’s needs. You can perform four basic
scanning functions:

Scan to File (Document Folder)—Scan a document and store the electronic
version in a specific document folder (directory) on anetwork file server. This
functionality also enables you to scan to other applications’ "Inboxes".

Scan to PC Desktop™—Scan a document and have the file automatically
retrieved by PaperPort on the user’s desktop (requires supplemental Scan to PC
Desktop™ kit).

Scan to E-Mail—Scan adocument and E-Mail it directly to any individuals
whose names are included in the template’s E-Mail distribution list.

Scan to Fax—Scan adocument and fax it directly to any individuals whose
names are included in the template’'s fax distribution list.

Scan to Microsoft Exchange Folders—Scan a document and send the electronic
version directly to a specific Microsoft Exchange Public Folder.
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The installation process varies slightly based on your scanning needs. The following
table outlines which types of software need to be installed to support each type of

scanning.

If you want

You need to install

Admin Network Distribution
to enable... Workstation ™ Server' Server' Workstation
Scanto File «CentreWare «Scan Server | *CW Network *CW Network
(CW) Network software? Scanning? Scanning (optional)®
Scanning «TextBridge OCR | » TextBridge
(optional)? OCR (optional)*
Scan to PC *CW Network «Scan Server * PaperPort
Desktop™ Scanning software! * TextBridge OCR
(optional)
*CW Network
Scanning (optional)3
Scan to E-Mall *CW Network «Scan Server | *CW Network *CW Network
and Distribution | Scanning software! Scanning Scanning (optional)3
*TextBridge OCR | | = w14l Client®
+E-Mail Client®
Scan to Fax *CW Network * Scan Server «CW Network
Scanning software! Scanning (optional)®
Scanto Microsoft | «CW Network Scan Server | «Microsoft +CW Network
Exchange Folders| Scanning software! Outlook Client Scanning (optional)®
*CW Network
Scanning
* TextBridge OCR
(optional)?

Table 3-2: Software Required to Support Varied Scanning Functionality

Tin some network environments, the Admin Workstation, the scan server, and the distribution server can be

the same machine.

Linstalled with CentreWare Add Network Scanner W zard.
2cw Network Scanning and/or TextBridge OCR installed on Distribution Server only if users desire the

ability to automatically OCR documents.

3cw Network Scanni ng required only if users need the ability to create and edit distribution templates.
extBri dge only required if users desire the ability to OCR documents after they are scanned.

5 Not distributed with CentreWare software.

Planning the Installation
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Determining Your Optimal Network Configuration

When you install Network Scanning Services, you create a configuration similar to
the one shown in Figure 3-1. However, because of the flexibility provided in the
scanning software, in some network environments you can choose a single server to
function as the scan server, distribution server, and Administrative workstation. Or
you can choose to utilize two or three separate machines. Review the guidelines and
considerationsin the following sections to help determine which configuration might
work best for your network environment.

Sy Admin Workstation Scan Job @ D()Cc;unrzznt
% Scanner
—— " il
Imlmﬂ ] Enable DC scanner to ey E—— v

,ém,, _— — T
4 access scan server II —

Set up scanning software
(CW_SCAN directory) on

scan server Scan to File
| 2o

=

S S >
can server ALY Scan to PaperPort ey

Template Pool Desktop
Document Folders (optional software) User PC

v
(]

Figure 3-1: Network Scanning Distribution Services
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Windows NT Networks

The use of aWindows NT workstation or server enables the same PC or server to
function as the Admin workstation, the scan server, and as the distribution server for
processing scan jobs.

Other Networks (FTP Installations)

The network configuration and number of machines required will vary based on your
network type. You must be using one of the server operating systems outlined in the
Scan Server Requirements on page 3-4. You will need a network file-access utility
(such as NFS) to connect to a specific drive letter, shared directory, or location of the
scan server.

You must use Internet Explorer 3.0.1 (or higher). The CentréWare software uses some
files distributed with Internet Explorer. If you are not running |.E. version 3.0.1 (or
higher) the scanning software cannot automatically determine the path to the scan
server, and users may need to enter the path manually.
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How Will You Manage Network Security?

The Add Network Scanner Wizard works in conjunction with Microsoft Windows
NTFS operating systems to grant and verify user access to network scanning.
Therefore, in this network environment, user access rights are automatically assigned
during the scanning installation.

For installations to Windows NT FAT partitions, OS/2 Warp servers, SUN OS,
HP-UX, or AIX systems, you must control and manage access to scanning through
your network server operating system. You may wish to create scanning access rights
that mimic the rights assigned during installation for NetWare or Windows NTFS
networks. Refer to the Summary of Access Rights on page A-4 for more information
on scanning access rights.

3-12 Installing Network Scanning Services on Non-NetWare Networks



Updating from a Previous Version

If you are currently using Release 3.2 or 4.1 of the Network Scanning Services
software, follow the instructions below to update your software to the 5.20 release.

» To update earlier versions of Network Scanning Services to the 5.20
release:

1 Uninstall the previous version of the network scanning software from your
administrative workstation.

2

Assuming you have already created the required network accounts for the
Document Centre, follow the instructions for installing the administrator’s
software on page 3-22.

Open the Xerox Network Scanners Window. Do one of the following based on
the behavior you observe.

If the CentreWare software is able to automatically detect your configured
Document Centre, the Document Centre will appear in the list of scanners.
Double-click the scanner icon. You will be prompted to upgrade your
software.

-OR -
If the CentreWare software does not automatically detect your scanner, use

the Add Network Scanner Wizard to identify the configured Document
Centre.

Follow the steps in the Wizard, choosing the server location where network
scanning is currently installed for the scan server installation directory.

A message will appear explaining that the scanning software will be
upgraded and no datawill be lost.

Finish the stepsin the Add Network Scanner Wizard. The server updateis
complete.
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4 Uningtall the previous version of the network scanning software at each user’s
workstation. Install the Release 5.20 software and reboot the workstation.
Network scanners will be detected automatically.

5 Follow theinstructions for Setting Up Distribution Services on page 4-5 if you
wish to enable Scan to E-Mail processing.

NOTE: Do not run different release versions of network scanning
software at the same time. Release 4.1 distribution templates will work
automatically with the CentreWare 5.20 release, but they will be modified
to run with 5.x series software only. Templates created with different
software versions are not interchangeable.
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Installation Overview

The following diagram illustrates an overview of the Network Scanning Services
installation process.

Part 1: Create Network User Account
for the Scanner

;

Part 2: Set Up Installation Directory and Enable FTP

J

Part 3: Install Administrator’s Software

J

Part 4: Run the Add Network Scanner Wizard

J

Part 5: Test the FTP Connection

;

Part 6: Test the Document Centre
Configuration

J

Part 7: Install Network Scanning
on User’s Workstations
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Installation Worksheet

The following table contains information you will need or will determine during the
Network Scanning Servicesinstallation. You may find it helpful to copy this page and
use it to record data as you proceed through the installation.

Required Record Your Network Data Here
Information

Document Centre Scanner User Name

Document Centre Scanner Password

E-Mail Account User Name for Scanner
(if enabling Scan to E-Mail)

Scan Server Name/Computer Name

Server Volume/Directory

Shared Directory Name and Scanning
Subdirectory Name (if applicable)

Table 3-3: Network Scanning Services Installation Worksheet
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Installing Network Scanning Services

Part 1: Create a Network User Account for the Scanner

The Document Centre Scanner requires Read/Execute access to the scan Template
Pool and the user’s document folders on the scan server.

1 Useyour network administrative software to create a network user account and
password (if desired) for the Document Centre scanner. The account must
contain the following (or equivalent) settings:

s User Cannot Change Password
m  Password Never Expires
m  RightstoLog On Locally assigned to the EVERY ONE group. (Windows

NT)
Usemame: ISCanner‘I 0K, I
Full M ame: I Cancel |
Description: INetwork Scanner for Marketing Group Help |

Password: I

LConfirm
Password: I

™ User Must Change Password at Mest Logon

IV User Cannat Ch

™ Account Disabled

Passward

=

Groups Frofile

Dialiry

Figure 3-2: Example of Required Rights (from Windows NT User Manager)

2 Record the Scanner user name and password on your installation worksheet. You
will use thisinformation when you run the Add Network Scanner Wizard.
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Part 2: Set Up Installation Directory and Enable FTP

Create adirectory on the scan server in which the scanning software can be installed,
and make that directory accessible to any machine that supports the scanning
functionality. You can do thisin either of two ways:

m  enabling installation in the FTPROOT (home) directory
-OR -

m  setting up avirtual directory

Each option is outlined in the following sections.

NOTE: The following sections use terms and examples specific to Microsoft’s
Internet Information Server. Terminology and procedures may vary with other FTP
tools or in other network environments.
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Enabling Installation in the FTPROOT Directory

If you don’t need to restrict access to your default FTPROOT (home) directory, you
can install Network Scanning Services directly within FTPROOT.

The following diagram illustrates a scanning installation in the FTPROOT directory.

C:\\InetPub

LI | ﬁ ftproot (shared)
a scannerl (optional)

=
.\W/ i cw_scan

* created during installation with
Server_A Add Network Scanner Wizard
Scan Server

\\<server>\<sharename>\<optional_dir>\cw_scan
\\Server_A\ftproot\scannerl\cw_scan

Figure 3-3: Network Scanning Installed in FTPROOT

Share the FTPROOT (home) directory, accepting the default rights.

Create a separate subdirectory within FTPROQOT for each scanning installation.
Creating separate installation subdirectories enables you to install, manage, and
uninstall multiple scan servers without overwriting or deleting other installations.

3 Read Assigning Shared Directory Permissions on page 3-21 and continue with
Part 3: Install Administrator’s Software on page 3-22.
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Setting Up a Virtual Directory

If you need to restrict access to the default FTPROOT directory, or if you are
installing network scanning on a separate drive, you can create a virtual path to an
installation directory (virtual directory) in which to install the scan server software.
The virtual directory may reside inside or outside the default FTP home directory
structure and is accessible from the FTP service. The virtual directory isidentified by
an alias. The use of an alias enables remote access to the directory. The following
diagram illustrates a scanning installation using a virtual directory.

C:\\InetPub\ftproot

.

el virtual link to
dc265 directory on
drive e:\

[saany

| ﬁ scanning (Shared)

]IIM/ | a dc265 (Virtual Directory/Alias Name)
| D cw_scan®

Server_A

Scan Server \\<server>\<sharename>\<virtual directory name>\cw_scan
\\Server_A\scanning\dc265\cw_scan

*created during installation with Add Network Scanner Wizard

Figure 3-4: Required Virtual Directory Structure

Create a Shared Directory on the scan server, and accept the default accessrights.

In the Shared Directory, create a separate subdirectory for each scanning
installation. Thisisthe directory into which the network scanning software can

later beinstalled.

NOTE: Creating this subdirectory is essential to ensure that the proper
FTP path is written to the Document Centre scanner during installation.
Otherwise the Document Centre will not be able to access the network
scanning software.
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3 Useyour FTP server software to establish the virtual directory and assign an
alias. Ensure that Read and Write access to the directory is enabled.

NOTE: The virtual directory must be established one directory below the
Shared Directory, and you must use the name of the virtual directory as
the alias name.

4 Record the Shared Directory and virtual directory names on your installation
worksheet.

In Part 4 of the scanning installation, the Add Network Scanner Wizard requires
you to enter the location in which the scanning software should be installed. The
network location and path you supply on that dialog (see page 3-30) must
correspond to the Shared and Virtual directories you established on the scan
server.

Location [\WServer\ShareM ame\Path]:

To maintain the required directory

[ “Server_A\scanning\dc26s relationships, the first directory
under "Path" must be the virtual
directory.

Figure 3-5: Add Network Scanner Wizard Server Operating System dialog

Assigning Shared Directory Permissions

User accessrights are limited by the permissions of the shared directory. By default,
when you created a share in Windows NT, the EVERYONE group is granted full
access to the share. If you have no need to restrict user access to network scanning,
you will not need to modify the default access rights.

If you wish to restrict access to network scanning, you should first complete the
Network Scanning Services installation. Once the installation is completed, ensure
that the ENABLEDSCANUSERS group (created during installation) has Change
access at the Share level. (See Windows NT Networks on page A-5 for additional
information.)
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Part 3: Install Administrator’s Software

The specific location in which you choose to install the scanning administrative
software is dependent on your overall network scanning configuration. Several
configuration considerations and suggestions are included in Determining Your
Optimal Network Configuration on page 3-10. Be sure you have reviewed this
material before you continue.

NOTE: If you are installing Scanning Services on a Windows NTFS file partition,
you must install the administrative software directly onto the server or on a
Windows NT workstation. Otherwise, when you run the Add Network Scanner
Wizard (in Part 4), you will not be able to use the Domain security features built into
the network scanning software.

1 Insert the Network Scanning Services CD into the appropriate drive. The
AutoPlay program displays the avail able selections.

If AutoPlay is not enabled on your workstation, locate and double-click the
Setup.exefile at the CD root.

2 Select alanguage.

Click Network Scanning Services and Install Network Scanning Servicesto
start the Setup program.

4 Click Next on the Welcome screen.

5 Select Yesto accept the terms in the Software License Agreement screen. This
screen appears only during the first CentreWare installation.

6 Enter your name and company on the Registration screen. Click Next.

If you currently have no CentreWare software installed on your machine,
continue with Step 7.

If the following message appears, click OK and skip to Step 9:

A previous installation of CentreWare has been detected. New Services will be
added to this directory to enable optimum performance.
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7 Click Next on the Choose Destination Location dialog to accept the default
installation directory. Installing to the default directory is recommended.

8 Click Next on the Select Program Folder dialog to add the scanning software to
the Xerox CentreWare program folder.

9 Click Next on the Start Copying Files dialog to copy the scanning software to the
hard drive.

10 Click Yeson the Modify Startup Folder dialog to add a desktop scanning icon to

the Windows taskbar. This icon enables you to start Scanning Services directly
from the taskbar.

11 On the Setup Complete dialog, do one of the following:

= |If prompted to reboot, select Yes, | want to restart my computer now.
Click Finish to complete the installation.

-OR -

= |f you are not prompted to reboot, click Finish. Click Exit to close the
AutoPlay program.

NOTE: The software prompts you to reboot only if system files require
updating. Typically this occurs if you have no other current CentreWare
software installed on the workstation.

The scanning software searches your network and automatically detects any scanners
that are accessible from the workstation. The search may take several minutes on
large networks. The scanning desktop icon also appears in the taskbar.
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Part 4: Run the Add Network Scanner Wizard

The Add Network Scanner Wizard enables network administrators to install the
scanning software on the scan server, create document folders, grant user access to
network scanning, and enable the Document Centre scanner to communicate with the

scan server.
1 Start the Add Network Scanner Wizard.

At the machine on which you installed the Administrative software, select:
Start > Programs > Xerox CentreWare > Add Network Scanner.

The Add Network Scanner wizard opens.

Add Network 5canner Wizard

This wizard helps you access your Document Centre Scanner and associate or cieate a
A Server.

% {Enable a new Documert Centre Scannet for
inetwork scanning and associate it with a scan
iserver. H

™~ ldenlify an existing configured Document Cantre
Scanner to add to your Xerox Network Scanners
folder.

 Automatically discover all Document Centre
Scanners that have already been configured and
add them to your X<erox Metwark. Scanners falder.

About |
< Bach I Mext » I Cancel | Help |

Figure 3-6: Add Network Scanner Wizard
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2 Choose an installation option.

Thefirst screen of the Add Network Scanner Wizard gives you three different
options:

Enable a new Document Centre Scanner—enables you to install the
scanning software on the scan server and configure a Document Centre for
network scanning (for Administrator use).

I dentify an existing configured Document Centre—enables you to search the
network for a specific Document Centre that has already been configured for
network scanning and list that machine in the Xerox Network Scanners
folder on the PC (for Administrator or users).

Automatically discover all Document Centre Scanner s—enables you to
search the network for all Document Centres configured for network
scanning and list those machines in the Xerox Network Scanners folder on
the PC (for Administrator or users).

For afirst-time installation, choose Enable a new Document Centre Scanner
and click Next.
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3 Choose a method to detect the Document Centre you are configuring for
scanning.

= Tobrowsethe network using TCP/IP or Microsoft Networking, select | want
to browse to find a device over and select the network type from the drop-
down box.

m |f you know the machine's1P Address or TCP/IP Hostname, you can directly
access the Document Centre. Select the appropriate option and type the
machine address or hostname.

Click Next.

Add Network Scanner Wizard

*Y'ou can browse a completg list of Doc:unjent Centre Scanne_rs digcovered on a specified Ifa particu|ar
ngtwork protoco_l. Depending upon the size of the network, it may take several minutes to capability is not
dizcover all devices. . .

available in your
Or pou can provide the specific network, address of the scanner, and immediately access network environment,
the device. the option will not
appear in the dialog.

& | want to browse to find a device over:

| know the [P Address: Use the arrow key to
| . . . =T [ move tothe next
segment when the
€ | know the TCPAP Hostnarne: address contains less
| than 3 digits in a
segment.

| know the P Address:

< Back I Mest » I Cancel | Help |

Figure 3-7: Choose A Detection Method
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Sear ch subnets or workgroups.

The scanning software automatically searches your local TCP/IP subnet or
Microsoft workgroup for available Document Centres. You can expand or restrict
the search by indicating specific subnets or workgroups to search.

Ayailable ‘Workgroups Workgroups ~—————— Microsoft Networking
HERO=-CTG workgroup dialog.

If you previously logged into

an NT domain, your current

Workgroup name

automatically appears in the

Workgroups list.

Add > | < Bemove |
Add Network Scanner Wizard

I addition to vour local subnet, the fallowing remate subnets will be searched when
discovering devices on a TCP/P network.

< Back

TCP/IP subnet dialog /

< |

Bemove |

Figure 3-8: TCP/IP and MSN Search Methods

m  For TCP/IP: Type asubnet addressin the box and click Add to add it to the
list of subnetsto be searched.

m  For Microsoft Networks: Scroll through the list of Available Workgroups.
Select one or more workgroups and click Add to move them to the list of
workgroups to be searched.

Click Next. The Wizard searches the network. A list of available Document
Centres appears.

Installing Network Scanning Services 3-27



5 Select a Document Centreto configure.

Select the Document Centre you wish to configure from the Devices Found list
and click Next.

Add Network Scanner Wizard

Select the device that you want to configure.

Devices found using Metw are:

Mame | Model | -
3 ANIMAL_PS Document Centre 230 5T
@ BEAKER_PS Document Centre 230 5T
BUSEY_PS Document Centre 240 5T
@ GOMZ0_PS Document Centre 230 5T

HOTPOIMT_PS Document Centre 265 5T
MAGICCHEF_PS Document Centre 255 5T

Show Devices -
enables you to =l
limit the number of

Document Show Devices:
Centres displayed | 21l Devices =l
in the list.

Docu Centre 220 5T —
Document Centre 230 5T

T hcel | Help

Figure 3-9: Result of Network Search for Document Centres
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6 Enter the Document Centre machine password.

Type the appropriate password to access the Document Centre, and click OK.

Enter Password E

“f'ou are required to enter a device access
pazsword to perform this operation.

Password:

Ixxxx
(] 3 I Cancel |

Figure 3-10: Document Centre Password dialog

NOTE: Consult your Document Centre Administrative documentation if
you don’t know your machine password.
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7 Select your server operating system and browse to the scan server
installation directory.

Specify the operating system of the server you are using for Network Scanning
Services and type the network path to the directory in which you are installing
the scan server software. Click Browse if you wish to search your network and
locate a specific directory or create anew directory folder.

In the example bel ow, the scan server software \CW_SCAN) will beinstalled on
an FTP server.

Add Network Scanner Wizard

Specify the zerver operating system and install location of the scan server. The scan
zervel is a directory structure on your network that the Document Centre will use for
placing images as you scan documents.

Server Operating Systen:

7 wdindows NT
' Netwiare 3% - Bindery The Location
" Nefware 4 - NDS display illustrates

the proper format

you should use

when typing the

installation

Location [\Server\ShareM ametPath]: location. The text

i I changes based
on the Server

Browse... | Operating
System selected.
< Back I Mext > I Cancel | Help |

Figure 3-11: Select the Server Operating System

NOTE: For FTP installations, the network location and path you supply
must correspond to the Shared and Virtual directories you previously
created on the scan server. See page 3-18 for additional information.

Click Next.
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8 Enter the Document Centre network user name and password you created
in Part 1. (See page 3-17.)

Add Network Scanner Wizard

Enter a login name and password [if any] that the Document Centre can uze to access the
zcan server directory structure to obtain distibution templates.

To optionally customize the location or login name for other spstem folders, uze the
“Advanced..." button.

Document Centre Login Mame:
IBeaker

Password:

Cancel | Help |

Figure 3-12: Document Centre Network Login

On the Document Centre Login Screen, type the network user name and
password you created previoudly for the Document Centre.

During this step, a default repository (document folder) is automatically created
within the \CW_SCAN directory. The default repository isthe location where
documents whose distribution templates don’t specify a destination are stored.
All enabled scan users are granted Read/Wr ite access to the default repository.

NOTE: The Advanced button enables you to modify default and alternate
repository settings. It is not necessary to modify these settings during the
initial installation.

If you wish to change repository settings at a later time, you can access

this information from the Scanner > Properties menu. For more
information, refer to Managing Scanner Properties on page 6-2.

Click Next.
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9 Create scan user accounts.

This process enables you to grant scanning access to network users (Windows
NTFS) and to create user document folders on the scan server (all environments).

Add Network 5canner Wizard Other (l——l'P)
Installations

You must grant

*f'ou can create scan folders for existing users on your network. You need to grant users users specific

network, access these folders after completing the scan server installation. A distribution

template will be created for each scan folder you create. This will enable users to scan network ac;ess
documents o their folders from the Document Centre. .aﬂer scanning is
installed.
— Scan Folder
Falder | Uszers | ‘

Add Network Scanner Wizard

*f'ou can create scan folders for users or groups that will be uzing network. scanning. A
distribution template will be created for each scan folder you create. This will enable users
ta scan documents ko their folders from the Document Centre.

— Scan Folder
Falder | Uszers

[_1 abhattac an \<-MC-0215L-DEV SUSERSMEIukasiow_scanhdatabusers  abhat
(23 elukes an WW<-MC-0215L-DEV SUSERSMEIukasiow_scanhdatabusers  eluke

4] | »

(\lilv':'anSO[\;vasl't'I\ltTOHS) I | Give usen/aroum aceess b digtribution folden o seat senen

Scanning access /

- . I [elet EAI

rights assigned b =eee | . ' |
within Wizard. -~ User. /

——  Group...
< Back /i Mest » I Cancel Help
/

Refer to If you are not prompted to reboot,
click Finish. on page 3-36 for an explanation
of when to use this selection.

Figure 3-13: Add Scan Users and Groups
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a) Click New or New > User to begin adding scan users. The Add User dialog
appears.

Add Fold
Seel E New User Screen for FTP

Enter the name of the scan folder to create and click "0K". ins_tallations:
Windows NT FAT
partitions, UNIX, or OS/2.

FEolder Mame:
Ielukas Add Users [x]
Select one or more users and click "OK".
(] 3 I Cancel |
Users
bhuser ﬂ
New User Screen for carmatra
: N cdburner
Windows NT File Systems oitnts
(NTFS). charriso
cirug
cjacobs
coresick
czawran
clreese
czollweg LI
QK I Cancel | Help |

Figure 3-14: Add User Dialogs

b) Do one of the following:

For Windows NT Files Systems (NTFS): Select the names of all network
users who should be given access to network scanning. (Refer to Help for
tips on selecting multiple names at once.) Click OK.

For FTP installations. Individual user names must be added separately.
Type the network name of a user for whom a document folder should be
created. Click OK. To add additional names, click New > User again and
repeat the same process until all users are added.

No validation is performed on the names you type.

NOTE: Do not add the Document Centre account as a user on this
screen. Access rights for the scanner are set up separately.
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A distribution templateis created for each scan user. These templates enable
users to scan documents from the Document Centre to their document
folders.

NOTE: If you are working on a Windows NT network (NTFS partition),
you may also create scan groups which enable multiple users to scan to a
common document folder.

Click Help or see Managing Scan Users on page 5-2 for more information
on adding scan users and groups.

C) Click Next on the Scan Folders dialog.
10 Complete scan server installation and configuration.

Click Finish on the final Wizard dialog to configure your network scanner.
Scanning datais transferred to the Document Centre. Document folders and
default templates are created on the scan server for each scan user.
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Part 5: Test the FTP Connection

Now that you have installed the scanning software on the scan server, you need to test
the FTP setup created in Part 2: Set Up Installation Directory and Enable FTP.

» To test your FTP setup:

1 From your workstation, open an FTP session and log in to the FTP server using
the Document Centre’'s User Name and Password.

2 Ensurethat you can log in and view the contents of the \CW_SCAN directory.

NOTE: If you are unable to scan, re-read Part 2: Set Up Installation Directory
and Enable FTP on page 3-18. Also refer to Chapter 12, Problem Solving.

Part 6: Test the Document Centre Configuration

Go to the Document Centre scanner, update the list of scan templates, and scan a
sample document to confirm that your scanning installation worked correctly.

NOTE: See Scanning A Document on page 9-1 for more information on updating
scan templates and scanning documents.

If you are unable to scan, see Chapter 12, Problem Solving.
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Part 7: Install Network Scanning Services on User’s
Workstations

1

Insert the Network Scanning Services CD into the appropriate drive. The
AutoPlay program displays the available CD selections.

If AutoPlay is not enabled on your workstation, locate and double-click the
Setup.exefile at the CD root.

Select alanguage.

Click Network Scanning Services and I nstall Network Scanning Servicesto
start the Setup program.

Follow the instructions in the Setup program.

For step-by-step instructions, follow the steps for installing Network Scanning
Services on the Administrator’s workstation on page 3-22.

Click Yes on the Modify Startup Folder screen to add a desktop scanning icon to
the Windows taskbar. Adding thisicon enables you to start Scanning Services
directly from the taskbar.

On the Finish dialog, do one of the following:

= |If prompted to reboot, select Yes, | want to restart my computer now.
Click Finish to complete the installation.

-OR-
= If you are not prompted to reboot, click Finish.

NOTE: The software prompts you to reboot only if system files require
updating. Typically this occurs if you have no other current CentreWare
software installed on the workstation.
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Enabling Scan to E-Mail and Distribution

CentreWare's scanning distribution capabilities enable users to scan documents
directly to E-Mail without further manual processing. To enable Distribution
Services, aworkstation or server must be set up to host automated document
processing. The distribution server manages E-Mail distribution as well as OCR
processing.
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The following diagram illustrates CentreWare's automated distribution capabilities.

= = -
iy m]i Ly
Scan Job L
.X =
Mail Server s,

7 v L -
3 é—”ﬂ

E-Mail Recipients
Document ~
Centre —
Scanner -

Distribution Server monitors \ §

_— Inbox directory and

E processes jobs: W ]
Scan Server — + E-Mail Inbox Job1 to L. g é,;m”
Inbox recipients. T
Document Wmmm - OCR Inbox Job 2 and filein ~ Distribution Server
Folders L elukas document folder.

Figure 4-1: Network Scanning Distribution Services
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Distribution Server Requirements

Network Scanning Services offers you the flexibility to establish the distribution
server on a network PC or server. This machine can be your regular workstation;
however, because the TextBridge application opens each time afile is converted to
text, you may want to designate a separate machine.

The distribution server should meet the following minimum regquirements:

m  aWindows 95, Windows 98, Windows NT, or Windows 2000 Professiona client
m  aninstalled MAPI-32 compliant E-Mail client (see below)

m  aCD-ROM drive

To enable OCR, TextBridge must be also installed on the distribution server.

E-Mail Requirements

A MAPI-32 compliant E-Mail system such as Microsoft Exchange, Outlook, cc: Mail
(version 8+), or MSInternet Mail is required for Scan to E-Mail processing. Outlook
Expressis not MAPI-32 compliant and is not supported.

The E-Mail client must be installed and running on the distribution server with access
to an active E-Mail account before Scan to E-Mail processing can occur. The
scanning software interacts with E-Mail Address Books; therefore, E-Mail clients
must be installed on user’s workstations before they can create Scan to E-Mail
Templates.

The Distribution Server and the E-Mail server can share the same machine, but you
may be required to reboot the machine after you install the scanning software.

NOTE: To use an Outlook 2000 client with CentreWare’s Scan to Exchange Public
Folders functionality, you must install Outlook 2000 using the custom installation
and select the Collaboration Data Objects optional component. In previous
versions of the Outlook client, these data objects were installed automatically. In
the Outlook 2000 software, they are optional.
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Distribution Setup Overview

The following diagram illustrates an overview of the process required to enable
distribution services.

Part 1: Create a Distribution Server E-Mail Account

;

Part 2: Set Up the Distribution Server

J

Part 3: Grant Distribution Server Network
Account Access to CentreWare Inbox

J

Part 4: Install TextBridge Pro
on the Distribution Server

J

Part 5: Test the Distribution Functionality
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Setting Up Distribution Services

Setting up distribution services with the CentreWare software is a simple task. Once
you coordinate afew key elements, you are ready to scan. Follow the steps below to
enable distribution services.

NOTE: Before you perform these steps, the scan server must have been installed
on the network, and you must have Administrative rights to the server.

Part 1: Create a Distribution Server E-Mail Account

Create an E-Mail account, or assign an existing account, to be used as the Distribution
Server account.

Part 2: Enable the Distribution Server

Y» To designate a machine as a Distribution Server:

1 If you have not already done o, install the Network Scanning Services software
on the Distribution Server machine. Refer to the installation chapter for your
network environment for further details.

2 Open the Xerox Network Scanners Window. Select:
Start > Programs > Xerox CentréWare > Xerox Network Scanners.
3 Select aconnected Document Centre from the list of available scanners.

4 From the Scanner Menu, choose Properties. The Properties dialog opens.
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5 Choosethe Distribution tab and select M ake this PC the Distribution Server.

B kitchenaid_ps on \5X-MC-0815L-DEVIASYSAELUKA . B

Status  Distribution ISettingsI CompletedJobsI

The Distribution Server can be used for extended
document services such as OCR. translation. and
electronic distibution of documerts.

. Currert Distributimﬁrver/———— PC computer
network login T name
name ‘ swantuck (distsery)

Select this T [V Make this PC the Distribution Server
checkbox Installed Document Services
Service | [1escription |
tove to tdove to another directory or folder
Motify Me Dizplay a message when documents arive
Open With Open with an application
S can to E-mail Distribute via e-mail
Secan to Fay Distribute via Fax
Scan to File Diistribute to multiple network folders

TextBridge® OCR  Convert documents from image to text

Add... | Bemove |

akK I Cancel | Al | Help |

Figure 4-2: Setting Up the Distribution Server

6 Click OK.

Part 3: Grant Distribution Server Network Account Access to
CentreWare Inbox

The network account used by the distribution server requires access to the
CentreWare Inbox—a directory on the scan server where scanned documents are held
for distribution. Granting access to the Inbox gives the distribution server account
Read/Write permission to the Inbox and to each scan user’s document folder on the
scan server.
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> To assign the distribution server access to the CentreWare Inbox:
Do one of the following:

m  Usethe same network login account for the distribution server that you assigned
to the Document Centre. By default, this account has access to the Inbox.

-OR-

m  Grant the distribution server network account access to the CentreWare Inbox.

Open the Xerox Network Scannerswindow and select the Document Centre.
From the Scanner Menu, choose Manage Users.
Add the distribution server network account to the list of enabled scan users.

Select the distribution server account in the list of network accounts. Then
select Grant user accessto the CentreWareinbox for thisscan server.

Click OK.

In the example below swantuck is the distribution server account which has been
given rights to watch the scan server Inbox.

— Scan Folder
The selected Falder i
network user (20 elukas on VodMC-0BT5L-DEVINGYSAELUKAS animalcw_scantdataiussrs
?;V(lr;entuck) (23 scanuser an \WH{-MC-0315L-DEV WEYSMELUKAS animaliow_scantdatahusers
swantuck on YW4-MC-0815L-DEVISSYSAELUKAS animalhow_scandatatuzers

has been
granted
access to the
Inbox
directory.

1] | |

*f'ou can create scan folders for users or groups that will be uzing network. scanning. A
distribution template will be created for each scan folder you create. This will enable users
ta scan documents ko their folders from the Document Centre.

¥ iGrant user access ko the Centreh/are inbox for this scan server

New w |  Delte | Edt |

Figure 4-3: Scan folders dialog (Add Network Scanner Wizard or Manage Users)
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Part 4. Install TextBridge Pro on the Distribution Server

To enable automated Optical Character Recognition for Scan-to-E-Mail or Scan-to-
File (document folder) operations, TextBridge Pro must be installed on the
distribution server.

Locate the installation CD in the Scan to PC Desktop™ software package distributed
with Network Scanning Services. Follow the automated installation program to install
TextBridge Pro.

Part 5: Test the Distribution Functionality

Verify that the distribution services are functioning correctly.

» To test distribution functionality:
1 Create ascanto E-Mail template which includes OCR.

Open the Xerox Network Scanners window and double-click the Document
Centre name. The Distribution Template window opens.

Use your own E-Mail address for the destination.

NOTE: See Creating a Scan-to-E-Mail Template on page 7-12 for
specific instructions on creating a test template.

2 Goto the Document Centre scanner, update the list of scan templates, and scan a
sample document.

NOTE: See Chapter 9, Scanning A Document for more information on
how to update scan templates and how to scan documents.

3 Check your E-Mail to make sure you received the document.

If you are unable to scan, see Chapter 12, Problem Solving.
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Managing Scan User Access

This chapter contains information which will enable network administrators to
quickly and easily manage scan user accounts. Managing accounts involves adding,
deleting, and modifying users' accessto Network Scanning Services. In NetWare and
Windows NTFS network environments, Administrators can also create scan groupsin
which many users have access to the same document folder.
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Managing Scan Users

During the initial scanning installation, the Add Network Scanner W zard allows
network administrators to add, delete, and edit scan user properties. Once the scan
server software has been installed, you don’t need to run the Wizard again to modify
properties; you can simply use the Manage Users option on the Scanner Menu of the
Xerox Network Scanners (XNS) window. This option enables you go directly to user
Settings.

Manage Users E

*f'ou can create scan folders for users or groups that will be uzing network. scanning. A
distribution template will be created for each scan folder you create.  This will enable
users to scan documents ko their folders from the Document Centre.

— Scan Folder

Falder ;I
[C3 asatol an 44<-MC-0815L-DEV1 WEYSHELUEAS hot2hew_scanhdatabusers
(23 awitt an \<-MC-0215L-DEV WEYSHELUEAS hot2hew_scanhdatabusers
(23 awu on \WH4-MC-0315L-DEV WEYSHELUEAS hot2hew_scanhdatabusers
@ beaker_p on YW<4-MC-0815L-DEVINSYSAELUKAS hot2hew_scanhdatatusers
@ bgibson on Y44-MC-0815L-DEVINSYSAELUKAS \hot2hew_scanhdatahusers
(2 btitus an \<-MC-0215L-DEV WEYSHELUEAS hot2hew_scanhdatabusers
(23 elukas an WW<-MC-0215L-DEV WEYSHELUEAS hot2hew_scanhdatabusers

2l |

™ iGrant user access ko the Centreh/are inbox for this scan server

3

Mew  w | Delete | Edit |

QK I Cancel | Help |

Figure 5-1: Manage Users dialog

NOTE: The procedures outlined below are the same whether you are working in
the Add Network Scanner Wizard or in the Manage Users dialog.
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Working with Users

Adding Scan Users

Adding a scan user involves granting a network user access to Network Scanning
Services.

» To add a scan user:

1 If you are not currently working in the Add Network Scanner Wizard, open the
Xerox Network Scanners (XNS) window.

2 Select ascanner and choose M anage User s from the Scanner menu.
Do one of the following:

m  For NetWare environments or Windows NTFS partitions: Click New
and select User from the drop-down box.

m  For all other operating systems (FTP installations): Click New.
4 The Add Users dialog opens.

Add Folder .
E New User dialog for FTP
Enter the name of the scan folder to create and click "0K". installations.
Folder Mame: Add Users B3
Ielukas Select one or more users and click "0K".
(] 3 I Cancel |
Users
bhuser i
carmstro
i cdburner
New User dialog for cgiunta
NetWare Bindery, NDS, chartizo
and Windows NTFS. clnus
cjacobs
coresick
czawran
clreese
czollweg LI
QK I Cancel Help |

Figure 5-2: Add User dialog boxes
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5 Do oneof the following:

m  For NetWare environmentsor Windows NTFS partitions: The names of
all network usersin the current workgroup, domain, server, or context are
displayed.

Scroll through the list and select the names of al users who should be
granted access to network scanning.

Use the default Windows functionality to select multiple namesin alist:

SHIFT-Click: enables you to highlight multiple namesin sequence by
selecting the first and last namesin a series.

CTRL-Click: enablesyou to select several individual names from alist,
not in sequence.

Click OK once al desired names are selected on the Add Users dial og.

m  For all other operating systems (FTP installations): Add each user
individually. Type the user’s network name and click OK. Continue until all
names are entered. The entries you type are not validated. You must grant
users network access to their document folders once the installation is
complete.

6 Click OK on the Manage Users diaog to finish adding new scan users.

A document folder and a default template are created on the scan server for each
enabled scan user. The folders and templates are contained within the
\CW_SCAN directory on the scan server. See Appendix A for details on the scan
server configuration.
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Removing Scan Users

Remove scan users by deleting names from the user list in the Manage Users dialog.
Doing so deletes the user’s document folder (and its contents) from the scan server. It
also deletes the user’s default scan template.

Y» To remove a network user’s access to Network Scanning Services:
1 Openthe Manage Users dialog from the Scanner menu of the XNS window.
2  Select the name (or names) you wish to deletein the list of document folders.

3 Click Delete. The document folders and their contents are deleted from the scan
Server.
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Working with Groups

If your organization uses a NetWare Bindery, NetWare NDS, or WindowsNT (NTFS)
network environment, you have the ability to create and organize scan groups.
Creating groups enables multiple scan users to scan to the same document fol der.
Only one user will have access to monitor the folder. (See Chapter 8, Watch Services
for more information on monitoring document folders.)

Creating a Group

Y» To create a scan group:
1 Openthe Manage Users dialog from the Scanner menu of the XNS window.

2 Click New and select Group from the drop-down box. The Add Group dialog
opens.

Add Group x|

Uszers can be added to the group by selecting from the "Users" list box and clicking the
“Add" button. Similarly, uzers can be deleted from the group by selecting from the "Group
Members" list box and clicking the "Delete’ button.

Group Mame Group Description
Sales promotions
Users Group Members
- asotol1
awitt
v

beaker_ps
¥ Add Al v | baibzan
bituz
< [elete < | btuser
<< Delete All << |

(] 3 | Cancel

Help |

Figure 5-3: Add Group dialog
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3 Type aname and description for the group. Thisinformation will help you
identify the template at alater time.

4 Fromthelist of network users, select the names of al individuals to be added to
the group. Click Add (or Add All to add al names at once). The names are
transferred to the Group Members list.

5 Click OK when you finish creating the group. The Scan Folders dialog
reappears. A group folder is added to the list, and individual folders are included
for each member of the scan group.

When you use the template to scan from the Document Centre, select the name of the
group template, not your individual user template.
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Adding Users to Groups

Y» To add users to existing scan groups:
1 Openthe Manage User s dialog from the Scanner menu of the XNS window.

2  Select thefolder for the scan group you wish to edit. Click Edit. The Edit Group
dialog appears. The Group Name and description cannot be edited.

Edit Group x|

Uszers can be added to the group by selecting from the "Users" list box and clicking the
“Add" button. Similarly, uzers can be deleted from the group by selecting from the "Group
Members" list box and clicking the "Delete’ button.

Group Mame Group Description

promotions

Users

Group Members

abhattac - asotol1
abrayton i

aitt
achaudhr > fadd | awu
akrobert beaker_ps
alzanroc w3 Add All v | baibzon
camsatro — blituz
cdburner ¢ Delete < | btuser
cgiunta =
cirus
cjacobs
coresick LI

QK I Cancel | Help |

Figure 5-4: Edit Group dialog

3  Fromthelist of network users, select the names of the individuals to be added to

the group. Click Add (or Add All to add all names at once). The names are
transferred to the Group Memberslist.

4 Click OK when you finish editing the group. The Scan Folders dialog reappears.
Folders for new group members are added to the Scan Folder list.
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Removing Users From Groups

Y» To delete/remove individual users from existing scan groups:

1
2

Open the Manage User s dialog from the Scanner menu of the XNS window.

Select the folder for the scan group you wish to modify. Click Edit. The Edit
Group dialog appears. (The Group Name cannot be edited.)

In the Group Memberslist, select the names of the individuals you wish to delete
from the group.

Click Delete. A confirmation appears.

Click OK. The names are removed from the Group Memberslist and transferred
to the Userslist.

Click OK when you finish modifying the group. The Scan Folders dialog
reappears.

Each specified user’s access to the group document folder will be removed. The
user’sindividual document folders and templates are retained.

Deleting Groups

» To delete scanning groups:

1
2

Open the M anage User s dialog from the Scanner menu of the XNS window.
Select the folder for the scan group you wish to delete. Click Delete.

The group document folder is deleted and individual user’s access privilegesto
the document folder are removed.
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Managing Scanner Properties

This chapter contains information which will enable network administratorsto easily
access and edit scanner properties with the network scanning software. The types of
properties that can be edited include distribution properties, template pool settings,
default repository settings, and the scanner login name and password.
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Managing Scanner Properties

During the initial scanning installation with the Add Network Scanner Wizard, a
default scan repository (document folder) and scan template pool are automatically
created within the scanning configuration directory structure. (See Appendix A for
details on the scanning configuration directory structure.) Generally, thereis no need
to change the default settings. However, if you wish to change the location of either
directory or if you wish to add alternate repository locations, you can do so by
clicking the Advanced button within the Wizard or by modifying scanner properties.
The Properties dial og contains additional settings for the scanner status, scanner login
name and password, distribution services, and completed jobs.

Accessing Scanner Properties

To open the scanner properties dialog:

1 Openthe Xerox Network Scanners window, and select a scanner.

2 From the Scanner menu, choose Properties.
-OR -
Right-click the scanner name, and choose Properties.
The Properties dialog appears.

The following sections describe how to set or change the Document Centre scanner
properties.

6-2

Managing Scanner Properties



Status Properties

The Status tab displays the current operating status of the scanner.

B kitchenaid_ps on \X-MC-0815L-DEVIASYSAELUKA. . [ B3

Status | Distributionl Settingsl Completed Jobs

Ready

The printer iz ready and operating normally. There
are 0 documents waiting to be printed.

Button may or
may not be
present
depending on

Beset Machine | the functionality
of the

Document
Centre.

Capralfzre

Appl | hElE |

Figure 6-1: Document Centre Properties—Status tab

Checking the Scanner Status
» To check the status of the Document Centre scanner:
1 Open the scanner Properties dial og.
2 Click the Status tab. The current operating status of the scanner is displayed.
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Distribution Properties

The Distribution tab contains information about the location of the scan distribution
server and any installed scanning services.

B kitchenaid_ps on \X-MC-0815L-DEVIASYSAELUKA. . [ B3

Status  Distribution | Settingsl Completed Jobs

document services such as OCR, ranslation, and

m The Distribution Server can be uzed for extended
electronic distribution of documents.

LCurrent Distribution Server

| swantuck (distsen)

¥ Make this PC the Distribution Server

Installed Document Services

Service | Diescription |
The Add and Remove Move ta Maove to another directory or folder
buttons enable you to Motify Me Display a message when documents arrive
install new service Dpenuth  Open vith an application
dules or remove Scan ko E-mail D!str!bute wia e-mail
mo_ U A Scanto Fax Distribute via Fax
existing services. Scan to File Distribute to multiple network, folders
TextBridge® OCR  Convert documents from image to text

Add... | Bemove |

QK I Cancel | Lol | Help |

Figure 6-2: Document Centre Properties—Distribution tab

Establishing the Distribution Server

Select Make this PC the Distribution Server on the Distribution tab to turn the
machine you are using into a Distribution Server for the scanning installation. The
Distribution Server monitors the Inbox directory on the scan server for activity and
manages the distribution of filesto E-Mail, Fax, and other image-aware applications.

See Chapter 4, Enabling Scan to E-Mail and Distribution for more information.
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Verifying Installed Services

The Installed Document Services field on the Distribution tab lists any Network
Scanning Services supported by the current scanning installation. Check thisfield to
verify which services you are currently supporting.

Scanner Settings

The Settings property tab displays the location of the scan template pool and enables
you to set or modify the Document Centre L ogin name and Password for the template
pool. The Settings tab also provides access to Advanced Properties which contain
information about the Default Scan Repositories.

& beaker_ps on \\X-MC-0815L-DE¥15USERS \Elukash. . [ B3

Statusl Distribution ~ Settings | EompletedJobsI

Enter a login name and password [if any] that the Document Centre
can uge o access the scan server directory structure to obtain
distribution templates.

Template Pool Setting

L] Template an
Wied-MC-0815L-DEVISUSERSAE luk ash326hcw_scanitemp

Document Centre Login Mame:

COCUMENT CEMTRE

Password: Werify Password:

To optionally customize the location or login name for other spstem
falders, use the “Advanced..." button.

Advanced... |
QK I Cancel | Apply | Help |

Figure 6-3: Document Centre Properties—Settings tab
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Checking the Location of the Scan Template Pool

The template pool is the location where scan templates are stored on the scan server.
The template pool is automatically created during the scan server installation.

To determine the location of the template pool:

1 Open the scanner Properties dial og.

2 Click the Settings tab.

3 Thetemplate pool directory isidentified under the Template Pool Settings.

Changing the Scanner Login Name and Password

The Document Centre scanner requires Read/Filescan access to the scan template
pool and the user’s document folders on the scan server. The scanner password is
typically established during installation. However, you can quickly change the
password or login within the Properties dialog. (See Figure 6-3 on page 6-5.)

To change the scanner login name and/or password:

Open the scanner Properties dialog.

Click the Settings tab.

Type the new scanner login name in the Document Centre Login Name field.

Type the new password and verify it in the Password fields.

aa b WODN

Click Apply.
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Changing Default Scan Repository Settings

Distribution templates that don’t specify a scan destination are stored in the default
repository. Document Centres 240, 255, 265, 460, and 470 have a single default
repository. Document Centres 220, 230, 332, 340, 420, 432, and 440 enable you to
create up to four alternate repositories.

To change default or alternate repository settings:

Open the scanner Properties dialog.

2 Click the Settings tab.
3 Click Advanced.
4 Select whether you are using a NetWare network or are connecting to the file

server via TCP/IP. The associated server fields will vary based on the type of
connection you use.

5 Enter the machine’s | P address or server information.

m  For NetWare: Typethe server name, volume, NDS Context, or NDStree, as
appropriate for your environment.

m  For all other networks: Type thefile server’s |P address and port (if used).
Enter the path to the template pool.

Type the scanner login name in the Document Centre Login Name field.

Type the Password and verify it in the Password fields.

Click Apply.

© 00 N O
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General Properties

Document Centres 240, 255, 265, 460, and 470 have some additional controls on the
Advanced Settings General Tab. These settings cannot be accessed through the
Properties dialog for other Document Centre scanners.

Advanced Settings

Figure 6-4: Document Centre Properties—General Advanced Settings tab
Document Centres 240/255/265 and 460/470 only
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Setting the Confirmation Report Default

The Request Confirmation Report option enables Network Administratorsto set a
general default so that a confirmation report is generated with each scan job. This
featureis available for DC 240, 255, 265, 460, and 470 only.

To set the Confirmation Report default:

Open the scanner Properties dialog.

Click the Settings tab.

w N

Click Advanced and choose the General tab.

N

report is generated for each job. Deselect the option if you do not want to
generate confirmation reports.

5 Click OK.

Select the Request Confirmation Report checkbox to make sure a confirmation

Managing Scanner Properties
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Enabling Template Pool to Refresh Daily

This option ensures that the Document Centre scanner will poll the Template Pool at
least once daily to refresh the list of templates displayed at the scanner. Thisfeatureis
available for DC 240, 255, 265, 460, and 470 only.

1 Open the scanner Properties dial og.

Click the Settings tab.

Click Advanced and choose the General tab.
Select the Refresh Template Pool Daily checkbox.

a b WDN

Click OK.
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Completed Job Properties

Network Administrators with Supervisor, Administrator, or equivalent rights can
control the manner in which the history for distribution jobs is displayed to users. By
using the settings available on the Compl eted Jobs tab, Administrators can control
whether ajob history is maintained, how long the history will be retained (up to 30
days), and can clear the history record at any time.

& beaker_ps on \\X-MC-0815L-DE¥15USERS \Elukash. . [ B3

Statusl Distributionl Settings  Completed Jobs |

will zave the information in the completed jobs list for a

§| : LCentre'fare can save information about completed jobs. [t
o maximurn period of 30 days.

¥ Enable Logging of Completed Jobs

Completed Jobs Setting:

an = Mumber of days to keep information about your
—=l completed jobs [1-30 dayps).

LClear History |

QK I Cancel | Apply | Helg |

Figure 6-5: Document Centre Properties—Completed Jobs tab

To learn more about scan job history, see Chapter 10, History.
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Enabling or Disabling Scan Job History

Enabling or disabling scan job history alows Network Administrators to control
whether users can access a history log of scan jobs processed through the distribution
Server.

Y» To enable or disable scan job history:

Open the Xerox Network Scanners window.

2 From the Scanner menu, choose Properties. The Properties dialog opens.
3 Choose the Completed Jobs tab.
4 To maintain ahistory of scan jobs, select L og History of Completed Jobs,

To disable job history, deselect L og History of Completed Jobs.

Modifying the Length of Time Job History is Retained

» To change the number of days that job history will be retained:

Open the Xerox Network Scanners window.

2  From the Scanner menu, choose Properties. The Properties dialog opens.
3 Choose the Completed Jobs tab.
4 Typethe desired number of days (1 - 30) or use the up or down arrows to modify

the number of daysthe job history should be retained.

Clearing the History Record
» To erase an existing history record:
1 Openthe Xerox Network Scanners window.
2 From the Scanner menu, choose Properties. The Properties dialog opens.
3 Choose the Completed Jobs tab.
4 Click Clear History.
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Distribution Templates

This chapter describes what scan distribution templates are and how they are used. It
also contains detailed instructions for creating, editing, renaming, and deleting
distribution templates.

About Distribution Templates

Distribution templates control the processing of scanned documents. Just as aword
processing template control s the way a document looks, a distribution template
contains specific details on how documents are processed. Templates can
automatically control characteristics such as:

the scan destination (a document folder, fax, E-Mail, Microsoft Exchange
folders)

the output format for a scanned document (TIFF, Multi-page TIFF, PDF)
lightness, darkness, and contrast settings
scan resolution and auto exposure

whether the TIFF file needs to be converted to editable text—Optical Character
Recognition (OCR)

fax delayed send options
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Distribution templates are stored in adirectory folder on the scan server known asthe
template pool. The Network Administrator configures each Document Centre scanner
to communicate with a specific template pool. More than one Document Centre can
access asingle template pool; however, this practice is not recommended. If a
template is modified or deleted, the changes will impact the template’'s use from all
machines. The scanner can download up to 250 templates from the template pool.
Distribution Templates can be created once and used repeatedly.

Document Size L=
Send to..... — | —
Increase Cor_ltrast |— IE

Decrease Brightness

A/ Print Confirmation Template Pool

OCR Text S
Multi-page TIFF Wﬂﬂ"lll

Distribution Template

Network Server
(the scan server)

Figure 7-1: Distribution Templates

User Templates

A distribution template is created for each scan user when the Administrator sets up
Scanning Services on the network. A user’stemplateisidentified by the network user
name followed by an .xst file extension. For example, elukas.xst is the default
template name for the network user, elukas.

A user’s default template will scan documents to his or her document folder on the
scan server.
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Default Template

When Network Scanning Servicesisinstalled, a general default templateis created

on the scan server. Thistemplate is called default.xst. Documents scanned with this

template are stored on the scan server in a separate document folder known as the

Network Scanning Public Repository. All enabled scan users have Read/Write access

to the public repository. The diagram below illustrates different document
destinations based on the type of template used to scan the job.

'E>—:L°_q

elukas document folder %

elukas.xst
(template)

(template) ) .
Public Repository

Network Server
(the scan server)

default.xst > "[3 Wm/

Figure 7-2: Default Template Destinations

About Distribution Templates
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The Distribution Template Window

The Distribution Template Window is very similar in appearance to the Xerox
Network Scanners Window; however, instead of displaying alist of scanners, it lists
the names of any available distribution templates on the scan server.

B Distribution Templates for *kitchenaid_ps® to "\\x-mc-0815l-dev1%sysielukasikitchen' [H[=]E3

File Edit “iew Help
e = sl
_ | Type | Diescription |
bution Templ:

2| Distribution Templates on "kitchenaid_ps"
Drefault. kst Document Centre 24, Metwork Scanning Public Repository
swantuck.x5T Document Centre 24...
scanuserssT Document Centre 24...
elukaz 5T Document Centre 24, combined destination template
izemail st Document Centre 24...

1 object(z] selected i

Figure 7-3: Distribution Template Window

Opening the Distribution Template Window

» To open the Distribution Template Window:

1 From the Xerox Network Scanners Window, select a connected Document
Centre in the list of available scanners.

2 Double-click the scanner name.

-OR -

Select Scanner > Open Templates.
The Distribution Template Window opens.
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Opening Template Files

Y» To view the Properties for an individual template:
1 Sedect atemplate from the list of distribution templates.
2 Double-click the template name.
-OR -
From the File Menu, select Open.

The Template Properties appear.
Mew Distribution Template x|
Diistribution | Settingsl
[Destinations | Type |
A [SMTP:Kristi. Kibler@widget ... Scan to E-mail
712221111 Scan to Fax

(23 elukas an \eme-0815kdev “ayz... ScantoFile

Add - Eemoye | Braperties I

Description:

Template Language Yersion 1.3 About... |

Ceirslifars oK ] _ Corcol | Hep |

Figure 7-4: The Template Properties dialog
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Creating and Editing Distribution Templates

Creating Distribution Templates involves selecting your preferencesin four primary
areas.

m  Choosing the Template Destination (the Distribution tab)

m  Enabling Optical Character Recognition (OCR) (the General Folderstab or
General E-Mail tab)

m  Setting Scan Processing Options (the Scan Settings tab)
m  Setting Document and Image Options (the Advanced Options tabs)
Each category is explained in detail on the following pages.

NOTE: When you create scan templates, you can start with a completely new
template (as these instructions will describe) or you can select an existing
template, rename it, and simply edit the current settings. For more information on
renaming templates, see Renaming Distribution Templates on page 7-34.
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Choosing the Template Destination

The Distribution tab appears first when you open a distribution template. Template
destinations can be added, deleted, or edited from the Distribution dialog.

E Scan to E-Mail

E Scan to Fax

- Scan to Folder

Destination

Options |- Use the
Al o Femove | Eroperties | Other
\l:l B b | selection on
- . Dther. the roll-out
e roll-out list &4 Lmai list to open

shows up to 8 of
your most-recent
destinations. It does
not appear until
after the first time
you create a
template.

B8 Properties of elukas X5T E

Diistribution | Settings |

[Destinations | Type
A [SMTP: eluk as@stamet. net Scan to E-m
@ ftpe#413.138.148.33/liz_scan/ow_scan/datasusersfelukas  Scanto File

| | B

€k Fax

the General

Destinations

Template Langusge Version 1.3 About... | tab.

Ceirslifars oK ] _ Coresl | e |

Figure 7-5: The Distribution tab

The Destinations list shows any destinations to which the template is currently set to
scan. A single distribution template can scan to multiple destinations. Beside each
destination is an icon representing the destination type. The first time you open the
Distribution tab, it shows only your default template destination—typically your
document folder on the scan server. As you add more destinations to the template,
they appear in the Destinations list.
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When you create a scan template, you have several scan destination options:

Folder—scan a document and store the el ectronic version in a specific document
folder (directory) on a network file server. (See Creating a Scan-to-Folder
Template below.)

E-Mail—scan adocument and E-Mail it directly to any names you include in the
E-mail distribution list. You can mail the TIFF file or an editable text version.
(See Creating a Scan-to-E-Mail Template on page 7-12.)

Fax—scan a document and fax it directly to any people you include in the fax
distribution list. (See Creating a Scan-to-Fax Template on page 7-14.)

Exchange Public Folders—scan a document and send the electronic version
directly to a specific Microsoft Exchange Public Folder. (See Creating a Scan-to-
Exchange Public Folder Template on page 7-16.)

Creating a Scan-to-Folder Template

Scan-to-Folder templates enable you to store scanned images or converted text
(OCR) in a specific directory on afile server.

» To create a Scan-to-Folder template:

1 From the Distribution Template window, double-click New Distribution

Template. A new template opens.

2  On the template Distribution tab, do one of the following:

m  Select Add > Folder for the first template you create.
-OR -
m  Select Add > Folder > Other for any subsequent templates.
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The Genera Folders tab appears. The Destinations list shows the user name for
al network users and groups that have access to network scanning.

Folders x|

General |

— Destination

[lachaudhr on Yhe-mec-08151-dev] \uzershsdate\ow_scanhdata‘users
[wlelukes on Yhe-me-0818l-dev] \uzershedatehow_scan'datauzers
[1public: on 4s-me-0815l-devThusershedatebow_scantdataheystem
[edate on Yhe-me-08158kdev] uzershedatehow_scandatatuzers

Eemoye

— Attachment
* Only Images
= Only TextBridge® OCR Documents
= Both Images and TextBridge® OCR Documents

OCR Settings... |

QK | Cancel | Apply |

Figure 7-6: Distribution Template—General Folders tab

3 Sdect adocument folder or several foldersin the Destinations list. Each folder is
typically identified by the network user name of the scan user. For example, the
document folder for network user €lukas would be named:

elukas on \\<server name> <directory name>.....

Continue with Step 4 to specify adestination not shown in the Destinations list or
skip to Step 5.
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4 To choose an alternate destination, click Other. The Other Destination dialog

appears.
Other Destination E1
i Destination Setting: |
Fiing Protocal————————————————————— LSBT B3
 TCRAR i~ Destination S etting:
€ Metwiare 3% - Bindery Filing Pratacol
e ‘
€ Metwiare 3% - Bindery
Server. Walume:
I I  Netware 4. - NDS
Tree: LContest: IP Address: Part [Optional)
Eath Path
@ se Guest Login
™ Document Centre Login Mame:
IGUEST @ Use Anonymous Login
™ Document Centre Login Mame:
E=nc= I [anemumeus
oK I Cancel | Help |

View changes
based on
Network
Operating
System
selected.

Figure 7-7: Other Destination dialog—TCP/IP and NetWare NDS

a) Select the protocol or Network Operating System of the server to which you

will be scanning.

For NetWare: You must know either the Server Name or the NDS Tree and
Context for the destination server aswell as the Server Volume and network
path to the directory folder.

For all other Operating Systems: You must know the |P address of the
destination server and the network path to the document folder.
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b) Indicate how the Document Centre will log on to the destination server.

Select Guest or Anonymous Login if you don’'t have a specific user ID for
the Document Centre.

Select Document Centre Login Name and type the name if a specific user
ID has been created for the Document Centre.

NOTE: To scan to more than one location at a time or to use additional
services such as OCR, you must have guest access to the destination
server.

You can specify a Document Centre Login Name only if you are scanning
to a single destination without using additional services.

C) Click OK to save the settings and return to the General Destinations list.
The new destination appearsin thelist.

In the Attachments list, indicate whether you want to produce only graphic
images of the scanned document, editable text, or a combination of both.

Refer to Enabling Optical Character Recognition on page 7-19, or click Help for
more detailed instructions.

Continue with Setting Scan Processing Options on page 7-21, or click OK to
close the template properties.

Type aname for the template that will help you identify it in the future. Click
OK.
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Creating a Scan-to-E-Mail Template

Scan to E-Mail templates enable you to send scanned documents via E-Mail directly
to any names you include in the E-Mail Recipientslist. You can mail the TIFF file, an
editable text version, or both.

Y» To create a Scan-to-E-Mail template:

1 From the Distribution Template window, double-click New Distribution
Template. A new template opens.

2 Onthetemplate Distribution tab, do one of the following:
m  Select Add > E-Mail for the first template you create.
-OR -
m  Select Add > E-Mail > Other for any subseguent templates.
The General E-Mail Settings tab appears.

™ Email Settings EHE

General |

*f'ou can automatically mail scanned documents ta the individuals
you list az recipients. 'ou have the option of attaching the original
zcanned images as well az converted text documents.

— Recipient

Address Book... |

— Attachment

* Only Images
= Only TextBridge® OCR Documents
= Both Images and TextBridge® OCR Documents

OCR Settings... |
QK I Cancel | Apply | Help |

Figure 7-8: Distribution Template—General E-Mail Settings tab
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Click Address Book to access your E-mail address book. Select the name or
names you want to add to the templ ate.

NOTE: The use of personal groups or distribution lists is not supported
by the scanning software; however, you can mail to global distribution
lists.

If you don't have the correct name and addressin your address book, follow the
procedures specific to your mail system to add a new recipient.

Close your address book to return to the template General E-Mail Settings tab.

In the Attachmentsist, indicate whether you want to mail only graphic images of
the scanned document, editable text, or a combination of both.

Refer to Enabling Optical Character Recognition on page 7-19 or click Help for
more detailed instructions.

Click OK to return to the Distribution tab. The E-Mail addresses and/or names of
anyone you added to this template will appear in the Destinations list.

Click the Scan Settings tab to continue creating your template, or click OK to
close the template properties.

A message appears reminding you that a distribution server must be enabled on
your network before you can use this type of template. If you are not sureif a
distribution server has been enabled, check with your Network Administrator.
Click OK to continue.

Type anew name that will help you identify the template in the list of templates
at the scanner. Click OK.
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Creating a Scan-to-Fax Template

Scan-to-Fax templ ates enable you to scan documents and fax them directly to any fax
number you include in the fax distribution list.

Y» To create a Scan-to-Fax template:

1 From the Distribution Template window, double-click New Distribution
Template. A new template opens.

2 Onthetemplate Distribution tab, do one of the following:
m  Select Add > Fax for the first template you create.
-OR -
m  Select Add > Fax > Other for any subsequent templates.
The Fax Setup dialog appears.

@ Fax Setup EHE

Fax Setup |

*f'ou can automatically fax scanned documents to the phone
numbers lisked under recipients.

This field appears
when you click Add.

Fax Mumber |
162221111
2 nter x phone numbes

Add... Bemove

Fiecipients:

— Delivery:
" Immediate
{+ Fax Start Time

|12:DD A _,;‘
QK I Cancel | Apply | Help |

Figure 7-9: Distribution Template—Fax Setup tab
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Click Add to add a number to the fax Recipients list. The Enter new fax phone
number field appears.

Type the phone number of the intended fax recipient. If you wish to add more
phone numbers, click Add again and repeat the process.

Select the appropriate Delivery option.

m  Immediate—The fax is sent immediately when a document is scanned with
this template.

m  Fax Sart Time—Regardless of the time adocument is scanned, it will not be
faxed until the specified time. Place the cursor in the time field and type the
desired time to send afax. Use the Up or Down arrowsto select AM or PM.

Click OK to close the Fax Setup dialog.

Continue with Setting Scan Processing Options on page 7-21, or click OK to
close the template properties.

Type a name for the template that will help you identify it in the future. Click
OK.
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Creating a Scan-to-Exchange Public Folder Template

Scan-to-Exchange Public Folder templates enable you to scan documents and store
the filesin a specific Microsoft Exchange Public Folder on your network.

Y» To create a Scan-to-Exchange Public Folder template:

1 From the Distribution Template window, double-click New Distribution
Template. A new template opens.

2 Onthetemplate Distribution tab, do one of the following:
m  Select Add > Exchange Public Folder for the first template you create.
-OR -

m  Select Add > Exchange Public Folder > Other for any subsequent
templates.

3 The General Exchange Public Folder Settings dialog appears.

@ Exchange Public Folder Settings EHE

General |

@ *f'ou can automatically import scanned documents into an Microsoft
Exchange Public Folder. “You have the option of attaching the
original scanned images az well az converted text documents.

— Exchange Public Folder Setting:

FEolder Mame:
Sales Workgroup
Browse. .. |
— Attachment

* Only Images
= Only TextBridge® OCR Documents
= Both Images and TextBridge® OCR Documents

R SEthgs. . |
QK I Cancel | Apply | Help |

Figure 7-10: Exchange Public Folder Settings
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Type the name of the public folder in which you wish to stored scanned
documents or click Browse and locate the folder on the network.

In the Attachments list, indicate whether you want to produce only graphic
images of the scanned document, editable text, or a combination of both.

Refer to Enabling Optical Character Recognition on page 7-19, or click Help for
more detailed instructions.

Continue with Setting Scan Processing Options on page 7-21, or click OK to
close the template properties.

Type a name for the template that will help you identify it in the future. Click
OK.
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Removing a Destination

Once you have created atemplate, the information is saved until you modify the
template. At some point, you may wish to change the distribution list and may need to
remove some destinations.

» To remove a destination from a distribution template:

1 From the Distribution Template window, double-click the template you wish to
modify.

2  Select the destination(s) you want to delete in the Destinations list.
Click Remove. The destination is removed from the list.

4 Click OK when you are finished.
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Enabling Optical Character Recognition

Optical Character Recognition (OCR) enables you to turn TIFF image files into text
documents which can then be edited in many word processing programs. The OCR
options within the Network Scanning Services software enable you to specify what
type of document you are scanning (graphic and/or text) and in what common file
format the OCR’d document should be saved.

Other... | Hemuye | TextBridge® Settings x|
e G
_ Attachment TextBridge® Settngs———————————————————
* Only Images Eormat: e |
= Only TextBridge® OCF Documents PDF/Image & Text [*pdf]
= Both Images and TextBridge® OCR Documents . Hel
LConversion Language: &=
OCR Settings.. j< | Engiish =l

Figure 7-11: Network Scanning OCR Options on Destinations Dialog

NOTE: Before you can automatically OCR a document, a distribution server must
have been installed and enabled on your network. Check with your Network
Administrator to be sure this has been done.

Y» To set OCR options in a distribution template:

1 Inthe Attachments list, indicate whether you want to produce only graphic
images of the scanned document, editable text, or a combination of both:

m  Only Images—Select this option for graphics or text files that won't require
editing. The scanned document is converted to a TIFF. You can further
specify TIFF or multi-page TIFF on the Document Options dialog. OCR is
not available with this option.

= Only TextBridge® OCR Documents—T he scanned document is converted to
afileformat (such as .RTF) which can later be edited.

= Both Images and TextBridge® OCR Documents—The scanned document
contains both images and a converted file format which can later be edited.
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2 Click OCR Settings and select the file format in which to save the completed
document. The OCR settings give you numerous format options to choose from,
including several .PDF combinations, different versions of Microsoft Word, etc.

Also select the language that should be used for OCR processing.
Click OK.

3 Click OK to close the Distribution template dialog, or select the Scan Settings
tab to continue creating your template.
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Setting Scan Processing Options

The Scan Settings tab allows you to control basic processing characteristics about the
document you’ re scanning.

NOTE: Not all options are available for all Document Centres. If an item is not
displayed on the tab or is grayed, it is not available for your system.

B8 Properties of elukes.X5T

Distribution  Settings |

Original Type: i
Not all options
[Text [~ are available

/ for all models.
2 Sided Scanning:
| One Sided =l /

v Print Local Copy

Output/Stapling:

Lopies:
=
_'I one

V¥ Request Confirmation Report

™ Suppress Job Log

Advanced... |

Ceirslifars oK ] _ Coresl | e |

Figure 7-12: Distribution Template Scan Settings tab
Document Centres 220/230, 332/340, and 420/432/440 only

From the Scan Settings tab you can make any of the following selections:

m  Original Type—indicate whether the original document is primarily text,
graphics, or acombination of both. The halftone option is used to generate the
best quality on scanned photographic images. Color and shade differences are
represented with varying shades of gray.

Creating and Editing Distribution Templates 7-21



m 2 Sded Scanning—select whether the original document is one-sided or two-
sided.

m  Print Local Copy—automatically print an extra copy of the document.

m  Copies—indicate the number of additional document sets to print at the
Document Centre.

m  Output/Sapling—indicate whether the additional printed document should be
stapled or not.

m  Reguest Confirmation Report—prints areport at the Document Centre indicating
the status of the scan job.

m  SuppressJob Log—When this option is enabled, only the scanned imageswill be
filed in the document folder. When the option is disabled, both the scanned
images and ajob log file (.xst) will be filed in the document folder.

m  Advanced—opens the Advanced Settings tabs and provides access to Document
Options, Image Options, and Image Adjustment Options.

For more information on available options, click Help.

Setting Document and Image Options

The Document Options, Image Options, and Image Adjustment Options tabs are
grouped together under a category called Advanced options. These Advanced options
give you the opportunity to fine tune the manner in which your document will be
scanned.
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)» To access scanning Advanced options:
1 Open ascan template and choose the Scan Settings tab.

2 Click Advanced. The Document Options, Image Options, and Image Adjustment
Options tabs appear.

8 Advanced 21Xl Not all
options are
available
on all
Document
Centre
models.

Output File
Format

Filing
Policy

Figure 7-13: Distribution Template Document Options tab
Document Centres 220/230, 332/340, and 420/432/440 only
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Defining the Original Document Size
The Document Centre scanner has the ability to automatically detect the size of the
document you are scanning, or you can specify a particular paper size.

Y» To specify the Original Document Size in a distribution template:

1 Click Advanced on the template Scan Settings tab to access the Document
Options tab.

2 Fromthe Original Size box, select the size of the paper document you will be
scanning, or:
m  To have the scanner automatically detect the size of the document, select
Auto.

m  To specify adocument size not currently listed, select Custom and type the
dimensions in the Width and Height fields.

NOTE: Custom paper sizes are available only for documents scanned from the
document glass at the Document Centre. They cannot be specified for documents
scanned from the automatic document feeder.
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Reducing or Enlarging Document Size

A document image can be scaled between 25 and 400 percent of its original size.
However, if the document is fed through the document feeder, the scaling rangeis
limited to from 50 to 200 percent of the original size. Reducing or enlarging an image

does not change the paper size.

NOTE: Not all options are available for all Document Centres. If an item is not
displayed on the tab or is grayed, it is not available for your system.

§ Advanced EE3
Dacument Options | Image Adiustmentl Image Dptionsl
— Original —Image
Size: Size: Not all
ot a
IAuto j IAuto 4 j /,’ options are
it Height it HEiht / available for
I W W I m I o all models.
Document Mame:
Joom
File Format:
—W Beduce/Enlage———————————————— |T|FF j
" Auto % 1F 0001 . %zm"* already Exists:
& Variable % (253 - 400%) Fename Mew File
V' Proportional
width: Heratt:
s =1 -
|1DD =E =
Defaults |
QK I Cancel | Help |

Figure 7-14: Distribution Template Scan Settings tab
Document Centres 220/230, 332/340, and 420/432/440 only
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> To reduce or enlarge a document image in a template:

1 Click Advanced on the template Scan Settings tab to access the Document
Options tab. (See Figure 7-13 on page 7-23.)

2 Select Reduce/Enlarge.

Select Auto % or Variable % and enter a percentage to reduce or enlarge the

image.
= Auto %—the document image will automatically be scaled to fit the selected
paper size.

= Variable %—the document image will beresized in direct or varying
proportion based on the percentage you enter in the width and height fields.

7-26

Distribution Templates



Specifying the Output File Format

The File Format determines the type of file that will be created from the scanned
document.

Y» To specify the output file format in a template:

1 Click Advanced on the template Scan Settings tab to access the Document
Options tab. (See Figure 7-13 on page 7-23.)

2  Select one of the following from the File Format list box:

m  TIFF—each page of the document will be stored as a separate TIFF image
file.

=  Multi-Page TIFF—multi-page documents will be stored asasingle TIFF
image file. Thisformat is useful for Scan to File or Scan to E-Mail
operations.

NOTE: Documents can also be saved to PDF and numerous other
document formats by selecting the appropriate option in the TextBridge
OCR settings. See Enabling Optical Character Recognition on page 7-19
for more information.
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Setting the Filing Policy

Although there are many important aspects to a scan template, the filing policy isone
of the most crucia to understand. The filing policy specifies the method used to store
scanned documents in a document fol der.

» To specify the document filing policy in a template:

1

Click Advanced on the template Scan Settings tab to access the Document
Options tab.

Select the desired filing policy from the list of available options.

Document Mame:
0oo1

Output File Format

File Format:

Filing Policy 1F D007 4" alveady Exists:

IHename Mew File j

Figure 7-15: Document Options Filing Policy

The four filing options are described below.

Overwrite Existing File—deletes any TIFF files stored in the document folder
before sending the newly scanned files of the same name. All deleted files are
lost.

Append to Existing File—adds data from newly scanned filesto the existing files
(of the same name) in the document folder. Existing files are not deleted. Delete
old files on aregular basisto conserve server space.

Do Not Save—determines if any files with the same name already exist in the
document folder. If no files exist, the newly scanned files are sent to the folder. If
files with the same name aready exist in the folder, the scan job is aborted.

Rename New File—behavior varies based on your Document Centre model.
Although thisisthe safest filing policy, it requires alarge amount of disk space.
(Thisisthe default setting.)

= Document Centres 220, 230, 332, 340, 420, 432, and 440—a new .Xsm
folder is created (based on the time and date of creation) into which the TIFF
images are filed.
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= Document Centres 240, 255, 265, 460, and 470—an a phanumeric name
(limited to 8 characters) is generated for the .xsm folder based on the
document name specified in the template. The folder names increment
sequentially when additional documents are scanned to this location. For
example, if the document name specified in the template was scanning, the
first document folder would be called scanning.xsm. Any subsequent jobs
scanned with the same templ ate to the same destination would be named
scann000.xsm and scann001.xsm, respectively.

Editing Image Darkness, Contrast, and Sharpness

The degree to which you are able to control image settingsis dependent on the type of
Document Centre scanner you own. Some scanners enable you to modify lightness
and darkness, contrast, and sharpen or soften the image, while others allow you to
adjust lightness and darkness only.

B Advanced EHE

Document Options ~ Image Adjustment | Image Dptionsl

Lighten / Darken:

Soften / Sharpen:
1

LContrast:

Defaults |
QK I Cancel | Help |

Figure 7-16: Distribution Template Image Adjustment tab
Document Centres 240, 255, 265, 460, and 470 only
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» To modify template image settings:
1 From thedistribution template Scan Settings tab, click Advanced.
2 Choose the Image Adjustment tab.
3  Usethe dliding scalesto adjust each of the available settings:

m  Lightness/'Darkness—Movethe scaleto theleft to lighten theimage. Moveit
to the right to darken the image.

m  Contrast—Move the scale to the | eft to |essen the contrast. Move the scale to
the right to increase contrast.

m  Sharpen/Soften—Move the scale to the left to make the edges of the image
appear darker or more pronounced. Move the scale to the right to make the
image edges appear softer or less defined in the scanned document.

NOTE: Not all options are available for all Document Centres. If an item is not
displayed on the tab or is grayed, it is not available for your system.
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Setting the Scan Resolution

Use the Resolution Mode/Resol ution setting to set the resolution of the output
document. This setting does not need to match the resolution at which the original
document was printed. A 600 dpi image produces afiner, higher quality image than a
300 dpi setting. However, a 600 dpi resolution will result in alarger file size.
Consider these factors when you make your selection.

§ Advanced EE3

Document Dptionsl Image Adjustment  Image Options |

— Image Processing
Bezolution [dpi):
@ [ 300+ 300 =l

— Edge Erase

Auto Exposure:

I Lead Edge - l

1] _:I in

Left FRiight

ID _|::' in IU _Ij in
Battam
0 = in

Defaults |
QK I Cancel | Help |

Figure 7-17: Document Centres 220, 230, 332, and 340 Image Options tab
» To set the resolution of the scanned document:
1 From the distribution template Scan Settings tab, click Advanced.
2 Choose the Image Options tab.

3 Choose the desired resolution from the available options.
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Using Auto Exposure

Auto Exposure enables you to enhance the output of documents that have color
backgrounds. When Auto Exposure is enabled, the scanner automatically selects an
exposure level that is appropriate for the original document. When Auto Exposureis
off, the scanner uses the template’s Lightness/Darkness settings to control the
exposure level of the produced image.

)» To enable Auto Exposure:
1 From thedistribution template Scan Settings tab, click Advanced.
2 Choose the Image Options tab. (See Figure 7-17 on page 7-31.)
3 From the Auto Exposure list box, choose one of the following:

m  Off—The auto exposure feature will not be used in this template.

m  Lead Edge—The scanner bases the auto exposure on the characteristics of
the first few lines of whichever side of the page is fed into the scanner first.
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Erasing Lines Around the Edge of a Page

The Edge Erase option enables you to erase spots, punch holes, staple marks, or any
other dark marksthat may appear around the edge of your original document. You can
erase marks which appear in the outer 0 to 50 mm of the page, or up to 2 inches.

NOTE: Not all options are available for all Document Centres. If an item is not
displayed on the tab or is grayed, it is not available for your system.

» To erase lines and marks around the outer edges of a document:
1 From thedistribution template Scan Settings tab, click Advanced.
2 Choose the Image Options tab.

3 Select Edge Erase and do one of the following:

m  Select All Sidesthe Same to indicate that all edges should be erased
proportionately.

-OR -

m  Ensurethat All Sidesthe Same is not selected, and type the appropriate
space to erase around each edge of the document.
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Renaming Distribution Templates
Network Scanning Services enables you to easily rename distribution templates.

» To rename adistribution template using the Network Scanning Services
software:

1 Inthe Distribution Template window, select the template you want to rename.

2 Select File > Rename and type the new template name.

NOTE: Template names cannot exceed 20 characters. For compatibility
with the Document Centre, do not include spaces or "@" in the name.

Deleting Distribution Templates

If you no longer need a distribution template, you can delete it from the list of scan
templates. To do so, you must possess Write access to the template pool.

» To delete scan templates:
1 Open the Distribution Template window.
2  Select the template you want to delete and do one of the following:
m  Click the Deleteicon on the toolbar.
-OR -
m  Press Delete on the keyboard.
The template is deleted from the template pool on the scan server.
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Watch Services

This chapter describes watch services and their use. It also contains detailed
instructions for creating, editing, and removing a watch service.

About Watch Services

When documents are scanned at the Document Centre, the electronic files are sent to
adocument folder on the scan server. A document folder is created for each scan user
at the time the Administrator installs Network Scanning Services. Each user’s folder
name matches his or her network login name. When the network scanning softwareis
installed on a user’s workstation, a watch service is automatically established to
monitor any activity that occursin that user’s document folder on the scan server.

200
-—
~ >

..E.'."ET CentreWare Watch Service

elukas
Document

Folder
User: elukas \/

Figure 8-1: Watching a Document Folder
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Each user can watch more than one document folder. If the scan server isrunning on a
NetWare or Windows NT server, awatch service is established for all document
folders to which the user has Read/Write privileges under the current network name.
This meansthat if your workstation and network login are both elukas, awatch is
automatically established for any document folders to which you have Read/Write
access. However, if your workstation login was ekibler and your network login was
€elukas, the scanning software will not automatically watch for documentsin your
document folder. In this circumstance, you should use the Add Watch Wizard to set up
awatch on the document folder.

For all other network operating systems, you must always use the Add Watch Wizard
to establish awatch. See Working With Watch Services on page 8-6 for additional
information.
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When to Use CentreWare Watch Services

The scanning software distributed with the Document Centre scanner actually
includes two different software packages. CentreéWare Network Scanning Services
software and a supplemental Scan to PC Desktop™ kit. Each software package
contains awatch utility to monitor document folders for activity. If you install both
the Network Scanning Services software and the Scan to PC Desktop™ software, you
must understand which "Watcher" to use to accomplish your goals.

m  The CentreWare Watch Service monitors your document folder and offersyou the
flexibility to choose among three different processing options which are
automatically performed when a scanned document appears in the folder. (See
Adding a Watch Service on page 8-6 for more information.)

m  The Xerox Document Centre Image Retriever (included in the Scan to PC
Desktop™ Kkit) is designed specifically to enable scanning to your PaperPort
desktop. This utility monitors your document folder and automatically moves
any scanned documents into PaperPort on your PC desktop.

Although the CentreWare Watcher can be configured to scan to PaperPort, it only
supports the multi-page TIFF file format. The Xerox Document Centre Image
Retriever supports single-page TIFF, multi-page TIFF, and PDF formats. See
Appendix B for more information on configuring the CentreéWare Watcher to scan to
PaperPort.

NOTE: CentreWare Watch Services and the Document Centre Image Retriever
must be installed and set up separately. You cannot monitor the same document
folder with both utilities.
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The Watch Folder Window

The Watch Folder Window displays the names of, and network path to, any document
folders currently being watched from your PC. The Watch Folder Window can be
opened from either the Xerox Network Scanners (XNS) Window or from the
Windows taskbar.

» To open the Watch Folder Window:
m  From the Xerox Network Scanners Folder, click Scanner > Watch Folder.

-OR-

m  Right-click the scanning icon in the Windows taskbar, and choose Watch Folder.
The Watch Folder Window opens.

Watch Folder x|
General |

— Currently ' atched Folder

Falder | Service
(23 elukas an \eme-0815kdey Sapshbtuzer..  Motify Me
(23 elukas an \eme-0815kdeyv hapshelukaz..  Move o cihliz
08 ELOE (lpen with c:\program file

Add... | Bemove | Froperties |

— Befresh Interval: 1 second

1 zecond )l 10 mirutes

¥ Automatically check for new documents when my computer starts.

QK I Cancel | Apply | Help

Figure 8-2: The Watch Folder Window
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The Watch Folder Window contains the following features:

Folders—lists the names of any document folders currently being watched by
this PC.

Add—Iaunches the Add Watch Wizard so you can add a new watch service or
watch new document folders.

Remove—del etes a folder from the watch list.
Properties—displays the current settings for the selected document folder.

Refresh Interval—changes the frequency at which any document folders you are

currently watching are polled for activity.

Automatically check for new documents when my computer starts—checks the

document folder for scanned documents each time the PC is started.

The Watch Folder Window
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Working With Watch Services

Adding a Watch Service

Use the Add Watch Wizard to add new folders to monitor for the arrival of scanned
documents. The wizard enables you to set one of three different service options:

m  Display a message when documents arrive—sends a message to your PC desktop
when a scanned document appears in the folder. (Thisisthe default.)

m  Moveto another directory or folder—automatically moves the scanned
document to a new location that you specify. You can use this option to move
documents from the network server onto your workstation.

m  Open with an application—automatically opens the scanned document for
viewing on your PC desktop, using any application you specify that is capable of
reading TIFF images. When you use this option, the scanned image remainsin
the document folder on the scan server.

Add Watch Wizard - Step 2

Select the action to perform.

Available Service

& Display a message when documents arive

' Move to another directory or folder
' Open with an application

< Back I Mest » I Cancel | Help

Figure 8-3: Watch Folder Wizard

NOTE: For information on using watch services with PaperPort, see
When to Use CentreWare Watch Services on page 8-3.
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Receive Notification When Documents Arrive in a Watch Folder

» To receive a message on your desktop when files appear in your Watch
folder:

1 Open the Watch Folder window, and click Add. The Add Watch Wizard opens.

2 Typethe path of the folder to watch, or click Browse and locate the folder on
your network.
Click Next once the correct path is listed.

3 Sdlect Display a message when documents arrive and click Next.

4 Confirm that the correct serviceis displayed on the dialog. Click Finish to
complete the setup.

When documents are scanned to this document folder, a message similar to the
following is displayed.

Open E

@ The docurment ‘0007 =zm' has been scanmed to your digtibulion folder
““PREMIER_OFFICE_24OL1'SCANMNER cw_scanhdataasers\ELUKASY.

‘wiould pou like to open thiz docament?

Figure 8-4: Message Generated with "Notify Me" option
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Move Scanned Documents to Another Directory or Folder

» To automatically move scanned documents from your document folder
to another directory:

1
2

5

Open the Watch Folder window, and click Add. The Add Watch Wizard opens.

Type the path of the folder to watch, or click Browse and locate the folder on
your network.

Click Next once the correct path is listed.
Select Moveto another directory or folder and click Next.

Type the path to the directory where you want to save scanned documents or
click Browse and locate the directory.

Click Next on the Move Documents to dialog.

Confirm that the correct path is displayed on the dialog. Click Finish to complete
the setup.

When documents are scanned to this document folder, they are automatically moved
to the new location.

Open Scanned Documents With a Program

Y» To open scanned documents with a specific program:

1
2

Open the Watch Folder window, and click Add. The Add Watch Wizard opens.

Type the path of the folder to watch, or click Browse and locate the folder on
your network.

Click Next once the correct path is listed.
Select Open with an application and click Next.
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4 Typethe path to (or browse to the location of) the directory on your hard drive
that contains the executable (.exe file) you wish to use to automatically open any
scanned documents that appear in the Watch folder. You must use an application
capable of reading TIFF images or one that can open TIFF files using command
line arguments. (Refer to Help for more information.)

Add Watch Wizard - Step 3

In this example,

@ Centre\w are can automatically find your scanned documents files will be opened
and open them with a program that you specify. . .
with Paint Shop
Pro.
Open with:
C:\Program Files'Paint Shop Pro B\psp.exe
o ﬁackl Nest> | e~ | Help |

Figure 8-5: The "Open With" Watch Service

5 Click Next.

6 Confirm that the correct path is displayed on the dialog. Click Finish to complete
the setup.
When documents are scanned to this document folder, they are automatically opened

on your desktop using the specified program. The files remain in the scan document
folder unless you move or copy them to a new location.
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Modifying a Watch Service

You can modify an existing watch service by running the Watch Folder Wizard and
changing current settings.

» To modify a watch service:
1 Open the Watch Folder window.
2 Select afolder inthelist of folders currently being watched.

3 Click Properties. The Add Watch Wizard opens and shows the current settings
for the existing Watch.

4 Move through the Wizard screens and make any desired changes.

5 Confirm that the correct service is displayed on the dialog. Click Finish to
complete the setup.

Removing a Watch Service

Y» To stop watching a specific document folder:
1 Open the Watch Folder window.
2 Select afolder inthelist of folders currently being watched.

3 Click Delete. Thefolder nameisremoved from the list of Watch folders and will
no longer be monitored for scan activity.
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Scanning A Document

This chapter contains basic instructions for scanning a document from the following
Document Centre models:

m  Document Centres 220 and 230 ST

m  Document Centres 332 and 340 ST

m  Document Centres 240, 255, and 265 ST
m  Document Centres 420, 432, and 440

m  Document Centres 460 and 470

More detailed information can be obtained in your Document Centre user guide.
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Scanning from DC 220/230 ST,
DC 332/340 ST, or DC 420/432/440

Y» To scan a document:

1 At the Document Centre, load the document just as you would to make a copy. If

3

4

you use the document feeder, place the document in the tray so the top of the
page feedsin first.

@ @
Correct Incorrect

Document Feeder Paper Orientation

Press Features and choose Scan on the Touch Screen. Select Refresh List to
updatethelist of templates. If you' ve modified a specific template, select Update
Template.

Scroll down the list and select the template associated with your network user
name (your default template) or another template you have created.

Press Start.

NOTE: Templates with the "@" symbol in the beginning of the name are
created with Internet Services. These templates cannot take advantage of
the distribution capabilities of Network Scanning Services.
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Scanning from DC 240/255/265 ST or
DC 460/470

Y» To scan a document:

1 At the Document Centre, load the document face up in the automatic document

E—» @—»

default orientation

scanner can also be programmed to
accept this orientation

Document Feeder Paper Orientation
2 Onthe Touch Screen, press Features and select Network Scanning. A list of
scan templatesis displayed.
3 PressMore Scan Features and select Update Template List.
4 Press Update Template List again and Confirm.

5 PressBasic Scanning and scroll down the list of scan templates to choose the
desired template.

6 Press Start.

NOTE: Templates with the "@" symbol in the beginning of the name are
created with Internet Services. These templates cannot take advantage of
the distribution capabilities of Network Scanning Services.

Scanning from DC 240/255/265 ST or DC 460/470  9-3
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History

This chapter contains information about the Network Scanning Services History
Window. It instructs scan users on how to use the history window to check the
processing status of their distribution scan jobs and includes instructions for Network
Administrators on how to set History Properties.

About the History Window

The History Window allows network administrators and scan usersto view the history
and status of scan jobs. It displays a summary of any scan-to-distribution jobs (such
as scan to E-Mail, scan to adocument folder with OCR, or scan to other applications)
and information on their success or failure. History information can be retained for a
maximum of 30 days.

History information is stored on the scan server in afile called history.txt located in
the \CW_SCAN\CONFIG directory. By default, al enabled scan users have accessto
the history information, but they cannot clear the history log or change the number of
days history information is saved. Only Network Administrators can modify the
History settings. See Setting History Properties on page 10-5 for more information.
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Opening the History Window
» To open the history window:
1 Openthe Xerox Network Scanners Window.

2 From the Scanner menu, choose View History. The History Window opens.

¥ History of \\X-MC-0815L-DEV1\5YSAELUKAS \kitchen

File Edit “iew Help
o 2 = D A
Scan D | Scanned | Statuz | Destination Template I

£/11/99 345 Complete 0001 000
4 6/11/93 335, Complete 000

1 object(s] selected %

Figure 10-1: The History Window
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Checking the Status of a Scan Job

The scan job history tracks scan processing as it relates to CentreWare software. If
your scan templates are designed to interact with other software applications, the
History window cannot verify the success or failure of that software.

» To open the history properties dialog:

m  Double-click the Scan ID icon for the job whose history you want to view. The
history properties dialog opens.

General |

Status: Complete
Scanned: £/11/39 3:45:56 P
Drestination Template: 0007000

[Destinations | Type | Fiesult |
BeA [SMTP:Stanley Wantuck@...  Scanto E-mail  Email Successfully Sent.

(] 3 I Cancel

Figure 10-2: History Properties

Checking the Status of a Scan Job 10-3



There are four possible processing states that may display in the history window:
m  Processing—the scan job processing is still in progress.

m  Completed—the scan job was completed successfully and was delivered to all
destinations.

m  Completed with Errors—the scan job was completed, but could not be delivered
to one or more destinations. Some destinations were processed successfully.

m  Failed—the scan job could not be processed; al destinations failed.
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Setting History Properties

Network Administrators with Supervisor, Administrator, or equivalent rights can
control the manner in which scan job history is displayed to users. By using the

settings available on the Completed Jobs tab, Administrators can control whether a
job history is maintained, how long the history will be retained (up to 30 days), and

can clear the history record at any time.

& beaker_ps on \\X-MC-0815L-DE¥15USERS \Elukash. . [ B3

Statusl Distributionl Settings  Completed Jobs |

will zave the information in the completed jobs list for a

§| : LCentre'fare can save information about completed jobs. [t
o maximurn period of 30 days.

¥ Enable Logging of Completed Jobs

Completed Jobs Setting:

an = Mumber of days to keep information about your
—=l completed jobs [1-30 dayps).

LClear History |

QK I Cancel | Apply | Helg |

Figure 10-3: Completed Jobs tab

For more information on setting history properties, see Completed Job Properties on

page 6-11.

Setting History Properties
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The Job Log

When ascan job is processed, the distribution template is filed in the document .xsm
folder along with any TIFF images, converted (OCR’d) files, and other configuration
files. After processing is completed, the distribution template file (.xst) becomesthe
job log. The job log contains information about the original template characteristics
aswell as additional information about how the job was actually processed.

NOTE: The job log may be helpful for problem solving, but you should first check
the Document Centre Configuration Report or the History record (for distribution
scan jobs).
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Uninstalling Network Scanning Services

Uninstalling the network scanning software involves performing two separate tasks:
m uninstalling the scan server software (for Administrators only)
m uninstalling workstation software

Uninstalling the Scan Server Software

CAUTION: This procedure uninstalls the entire \CW_SCAN directory on the scan
server, including any document folders and the data within them.

You must uninstall the scan server software in the same manner in which it was
installed. For example, if you used a Windows NT workstation to install the
software on a Windows NT server, you must also uninstall the server software
from a Windows NT workstation.
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For NetWare and Windows NT networks: You must possess Supervisor or
Administrator network access rights to uninstall the scan server software. All scan
server software will be uninstalled as well as scan-specific groups and access rights.

For all other network environments. To uninstall software on non-NetWare or
Windows NT servers, you must possess Read/Write access to the scanner directory.

The uninstallation will remove the scan server software and will

reset the Document

Centre to factory default settings. However, any individual or group accounts created

with FTP software will remain.

Network Scanners window:

1 Openthe Xerox Network Scanners folder.

To uninstall the scan server software if the scanner appears in the Xerox

2  Select the scanner you want to uninstall from the list of scanners.

3 Click Delete. A dialog similar to the following appears:

Delete ‘animal’ to "\\x-mc-0815l-dev1\spshswantuckianimal'

i+ Remove 'animal' to "a-mc-08151-devl bayshewantuckanimal fram my
Ferox Metwork. Scanners folder.

' Uninztall 'animal' from the network. Delste data and system files located
at “-MC-0815L-DEVTAS Y S hewantuckhanimal' and restore the scanner
zettingz on ‘animal' to factory defaults. [Administrators only.]

QK I Cancel | Help |

Figure 11-1: Delete dialog

4  Sdect Uninstall <scanner name> from the network.

5 A warning message appears. Click Yes to confirm that you want to uninstall the

scan server software.

6 Typethe scanner (device access) password.

The scanner is deleted from the Xerox Network Scanners window and all

scanning software is removed from the server.
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» To uninstall the scan server software if the scanner does not appear in
the Xerox Network Scanners window:

1 Open the Xerox Network Scanners folder.

2 From the Scanner menu, choose Uninstall Scan Server.

3 Select the operating system of the server containing the scan server software you
wish to uninstall.

4 Typethe path to the directory which contains the \CW_SCAN directory or click
Browse to locate the proper directory on your network.

5 Inthe example below, the \CW_SCAN directory was created in the \326
directory, so the path to that directory is specified in the Location field.

6 Click OK.

Uninstall 5can Server x|

Specify the install location of the scan server that pou wish to remove. The scan server iz
a directory structure on your network that the Document Centre uzes for placing
documents.

Important! All spstem files and user data will be deleted from the directory tree when you
uninztall a scan server.

Server Operating Systen:

7 wdindows NT

& Netwiare 3% - Bindery
7 Mebwiare 43 - NDS
" Other [FTP)

Location [\\Server\W olumesPath]:

WM C-0815L-DEVISUSERS E luk ash326

QK | Cancel | Help

Figure 11-2: Uninstall Scan Server

7 Click Yesto confirm that you want to uninstall the scan server software. The

scanning software and document folders are removed from the server.

Uninstalling the Scan Server Software
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Uninstalling the Workstation Software

Use the following procedure to uninstall Network Scanning Services from the
workstation.

1

To uninstall the Scanning Services software from your workstation:

If the desktop scanning icon appears in the Windows taskbar, right-click theicon
and select Exit to close Network Scanning Services.

Although you may not have any active windows open, the icon in the taskbar
indicates that scanning applications are still running in the background on your
PC.

On the Windows desktop select Start > Settings > Control Panel.
Double-click Add/Remove Programs.

On the Install/Uninstall tab, select Xerox CentreWare Networ k Scanning
Services from thelist of installed software.

Click Add/Remove.

Click Yesto confirm that you want to remove Scanning Services software from
the workstation.

You may be prompted to uninstall Shared Files. These arefilesthat are also used
by other CentreWare applications. If you are using other CentreéWare
applications, do not uninstall the shared files. If you won't be using any
CentreWare software, click Yesto All and Yes to Proceed.

The software is uninstalled.

Click OK to close the uninstallation program.
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Problem Solving

This chapter provides solutions to common problems that you may encounter while
installing or using the Network Scanning Services software. The issues are grouped
by the type of user that would commonly encounter the specified problem.

m  Scan Administrators
m  Scan Users

The chapter also contains a section which highlights some common error messages
that may appear on the scanning Confirmation Report and provides a brief
explanation for each.
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For Scan Administrators

m | can’t scan. What do | do now?

Verify that the user account and password for the Document Centre exist.
Verify that you entered the password correctly.

If you are running on aWindows NT network, verify that the DCSUSERS
group has been granted the right to Log on Locally.

Check the permissions on the directory to which you are scanning.

For installations to Windows NT servers and other non-NetWare
environments, review Part 2: Set Up Installation Directory and Enable FTP
on page 3-18 to ensure you enabled FTP properly.

Ensure that FTP access is not limited to anonymous logins only.

m  Why can the scanner only retrieve a partial list of templates?

This message indicates that the Document Centre Login Name, Password, or
Security permissions are insufficient for the machine to log on and retrieve
templates.

Verify the template and repository settings using the Document Centre
Touch Panel. Check the accuracy of the Document Centre network name,
password, path, server name, volume, I1P address, etc.

Verify that the Document Centre's network user name and password have
read access to the template folder.

NetWare: Log on to the server using the Document Centre network name
and use Windows Explorer to copy atemplatefile.

TCP/1P: Use FTP from the command line and validate that you can change
to the template directory (as shown in the Document Centre Touch Panel).
Then retrieve atemplate file using the GET function.

If you are able to perform the actions above, then both the Document Centre
and network are set up correctly. Try rebooting the Document Centre by
turning it off and on. You may need to reboot more than once.
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Why isn’t the scanner automatically discovered on the network?

m  CentreWare will automatically find scan-enabled and configured Document
Centre scanners on the network. It will search your local subnet for FTP-
enabled scanners as well as any NetWare serversthat you are logged into for
NCP-configured scanners.

If the scanner is not automatically discovered, you will need to map a
network drive to the scan server and manually enter the location of the
directory on the scan server which contains the Network Scanning
\CW_SCAN directory.

m |f you are using SNMP and have modified the default GET/SET names
Public and Private, review SNMP Community Names on page 3-5.

Why did | get an Unknown Address message?

The Unknown Address message means that the Domain Name Service (DNS)
addressis not listed in Host Table. The Document Centre's | P address must be
listed in the host table for automatic discovery to occur. Otherwise, your only
discovery option during installation is to enter the scanner’s | P address.

Why can’t | install over Windows NT when | usethe Add Network Scanner
Wizard?

The domain security features incorporated into CentreWare are only available if
you areinstalling from aWindows NT workstation to a Windows NTFS partition
on the server or if you areinstalling directly onto the Windows NT server.

Windows 95 or Windows 98 users can use the FTP Other installation option
within the Add Network Scanner Wizard and manually set the access privileges
once the CentreWare installation is complete.
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How do | create remote repositories? | don’t seethe option in the Add
Network Scanner Wizard.

The Release 5.20 scanning installation has been simplified and the ability to
create remote repositories has been removed from the installation wizard.
Remote Repositories can now be created by specifying an Other folder
destination in the distribution template properties.

I have multiple Document Centre scannerson the network. Why won’t some
templates work with specific machines?

Although all scan templates can be stored in the same template pool on the scan
server, templates are not interchangeable with all scanners.

In addition, templates created with Internet Services are not interchangeable with
those created with the Network Scanning Services software.
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For Scan Users

Why doesit take a long time for the Xerox Network ScannersWindow to
open or refresh?

The Xerox Network Scanners Window may take along timeto open if the server
isrunning slow or is offline.

If no scanners are currently installed or configured, the software could take a
long time to search the network and determine no scanners are installed.

If there are many scanners on your network, the search could take along time
because the software needs to obtain the status of each scanner. To reduce the
search time frame, remove any unused scanners from your scanners list.

Why can’t | seethe scanner | need in the Xerox Networ k Scanner sWindow?

Try to refresh the window display. Doing so updates the list of available
scanners.

If that is not successful, you can use the Add Network Scanner Wizard to search
for a specific scanner on the network.

Otherwise, check with your Network Administrator. You may not possess proper
access rights on the network.

Why don’t | see anything when | open the Distribution Template Window?

If you have recently uninstalled other CentreWare applications, you may have
uninstalled some shared files which are required for the scanning operation. If
not, the original installation may have failed for some reason. Try reinstalling the
software.

If you are till unable to see the necessary files, consult your Network
Administrator to ensure that you have the proper access rights.
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Why can’t | seejobsin the History window?

Access to the History record is controlled by the Network Administrator. You
may not have access to it. Check with your Network Administrator.

The History window only displays jobs that are processed through the scanning
distribution server—Scan to E-Mail jobs, any jobs which include OCR
processing, and jobs scanned to other application’s Inboxes.

| selected some TextBridge OCR optionsin my template, but the OCR didn’t
work. Why?

Any automated OCR capability requires the use of a distribution server. Check
with your Network Administrator to ensure that your network scanning
configuration includes a distribution server.

When | selected TextBridge OCR optionsin my template, | got a message
indicating that | must be using a distribution server. Why did this message
appear?

This message is simply areminder that no OCR functionality can complete
unless your Network Administrator has enabled a distribution server.

Why won't my scan job complete when | try to select .PDF or .HTML
formats (TextBridge options) in my distribution template?

TextBridge has added some new file format options (.PDF, .HTML, and newer
versions of Microsoft Word) that were not previously supported by older
Document Centre models. A software upgrade patch for Document Centres 220/
230 ST and 332/340 ST is available to anyone who might need such support.
Contact your Xerox representative to obtain the upgrade.

Why can’t | scan to personal E-Mail groups?

The use of personal E-Mail groups or distribution listsis not supported by the
scanning software; however, you can mail to global distribution lists.
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We' ve been using the 4.1 Network Scanning Services software and have
several templates already created. If we upgradeto the 5.20 release, do we
have to recreate all of our templates?

No. The 5.20 Network Scanning Services software allows you to edit and use
distribution templates created with release 4.1 software. However, once
templates are used with the 5.x software, they are upgraded to release 5.x
compatibility only.

When | open the Xerox Network Scanners Window, | see the message
"Unsupported Installation" beside my scanner name. What does thismean?

This means that your workstation software was upgraded to the 5.20 software
release before your Network Administrator updated the scan server software. The
scan server (which isthe center of all scan processing) is currently still using a
previous version. Check with your Administrator for more information.

When | tried to updatethelist of templates at the Document Centre scanner,
| received a message indicating that the scanner wasonly abletoretrieve a
partial list of templates. What should | do?

Check with your Network Administrator. He or she will need to verify that the
Document Centre has sufficient network access.

Why can’t | delete atemplate from the template pool?

To delete a distribution template, you must have Write access to the template
pool. Write access is assigned to each enabled scan user during the installation.
Check with your Network Administrator to be sure your rights have not been
changed.

| can never remember the path to my document folder on the scan server.
How can | quickly check its contents?

Use the Explore Documents option in the Scanner menu of the Xerox Network
Scanners window. It opens an Explorer Window which takes you right to your
document folder on the server.
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Why isn’t a Watch Service automatically created to monitor my document
folder? | thought this was always supposed to happen.

A Watch Service is automatically set to watch your document folder (and any
other document folders to which you possess Read/Write access) as long as your
PC login and network login names are identical and you are using a NetWare or
Windows NTFS network. If your login names are different, or if you work ina
different network environment, you can set up awatch folder using the Watch
Folder Wizard.

If | usethe" Move To" watch serviceto move a document out of my
document folder, the next job | scan appearsin my document folder with the
same name asthefirst job. Why?

Once you move a document out of the document folder, the scan service is not
able to detect that the scan job ever existed. It will use the same name for the next
job that is scanned to the same document folder.

For example, if ajob named 0001.xsm is scanned and moved to your PC desktop,
the scan service can no longer determine that 0001.xsm ever existed in the
document folder. Therefore, the next job scanned to the document folder will be
named 0001.xsm.

| tried to uninstall the Network Scanning Services software from my
desktop, but it didn’t seem to work. What did | do wrong?

During the uninstallation, you may see a message indicating that cwscan32.exeis
still running. If you do not have any active windows open, you may still have the
scanning desktop icon running in the Windows taskbar. Right-click the icon and
choose Exit.

At this point you have not yet uninstalled the scanning software. Return to the
Add/Remove dialog and complete the network scanning software uninstallation.

Why won't my scanning software run after | uninstalled some other
CentreWare applications?

During the uninstallation, you are prompted to uninstall shared files. These
shared files enable several different CentreWare applications. If you uninstall the
shared files, other CentreéWare applications may not work. To fix the problem,
reinstall the Network Scanning Services software on the workstation.
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Common Error Messages

The following list summarizes some of the most common Confirmation Report
error messages and their possible causes:

m Login failure. Check user, password, and/or setups.

= If thisisan FTP setup, the machine may belogging in to the wrong location.
Ensurethat FTPis set up correctly.

m  User name/account is invalid/incorrect.

m  Password isinvalid/incorrect.

= Server nameisinvaid/incorrect.

m  NDS Tree (NetWare only) isinvalid/incorrect.

= NDS Context (NetWare only) isinvalid/incorrect.
m Filetransfer failed.

m  Thisisamiscellaneousfile transfer failure. It can only occur if the network
or destination server goes down at the exact time file transfer is occurring.

m  Destination disk isfull.
m  Remotedirectory lock failed.

Document folders need to be accessed by various components of the Network
Scanning software. Only one of these components can access a repository at any
time.

When a scanned document is being processed, afolder with a.LCK is placed in
the document folder to prevent any simultaneous processing from taking place.
The .LCK folder has the same name as the scan job folder. For example, while
the job MY SCAN is being processed, aMY SCAN.LCK folder is placed in the
document folder at the same level asMY SCAN.XSM.

Normally, the .LCK folder is deleted once all processing is completed. However,
if the .LCK folder isnot deleted, it may indicate that the document directory was
in use at the time the scanner attempted to lock it.
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For example, if a scanner is shut down right in the middle of a scan job, the lock
would remain. A scanner knowsif it created alock, so it should recover from its
own crashes. If a.LCK folder remainsin the document folder after a crash, you
should delete it manually to eliminate this error message.

Specified filing Volume nameisinvalid/incorrect (Netware only).
m  Specified filing destination (path) isinvalid/incorrect.

m  Destination disk isfull (preventing the creation of the directory).
m  User does not have Create rights.

Protocol not running.

The user specified the Scan to Folder operation to a Netware Server, but the
Netware protocol has not been enabled. (This cannot happen with FTP since the
TCP/IP protocol currently cannot be disabled.)

File delete, replace failed.

This can occur when the Overwrite Existing File filing policy is requested.
During the overwrite operation, attempts to remove files from the document
folder failed. This can be caused by insufficient access rights or "read only" file
attributes.

Filing directory already exists.

This can only occur when the Do Not Savefiling policy is used and adocument is
scanned to a document folder which already contains a document of the same
name. Thisisthe typical behavior of the Do Not Save policy. The scan job is
aborted.

Filing service not requested.

A user reguests a particular service that is not specified in the distribution
template. For example, a user submits afax job but there is no fax filing service
in the template.
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Miscellaneousfiling error.
Thisis caused only by failure to read the internal scan to filejob TIFF filelisting.
Protocol invalid or not specified.

Retrieval of the network protocol fails. The template properties and the local Ul
should prevent this from occurring. This may occur if the user manually editsa
job template file and removes or does not specify the filing protocol.

L ogin name not specified.

Similar to Protocol invalid or not specified.
Invalid Netwar e volume.

Similar to Protocol invalid or not specified.
Unknown or Invalid.

This should never occur. Thisisthe catch-al error for unexpected occurrences,
results, or events.

NOTE: The Job list on the Document Centre can also be used to track
the progress of the Scan Job. Error messages are not displayed, but it
does indicate if the job has been filed and completed.
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Scan Server Configuration and
Access Rights

This section contains detailed information about the network scanning configuration
directory structure which is created during the scanning installation. It also provides a

summary of scanning access rights assigned for both NetWare and Windows NT
networks.




The Scanning Configuration Directory
Structure

During installation with the Add Network Scanner Wizard, the\CW_SCAN directory
structure is created on the scan server. The contents of this directory are outlined
below:

a voll:\cw_scan
D bin

voll:\cw_scan.ini
D config

_ a data a shared

— a system
D inbox |D public
\/ E users
File
Server

E elukas
D services a jsmith

User Repositories
a template

default.xst
elukas.xst
jsmith.xst

Figure 1-1: Scanning Configuration Directory Structure

Bin contains executable files needed for Network Scanning Services.

Config contains configuration files for the Network Scanning Services setup.
These files include information about the location of repositories (drdf.xst),
names of groups and the members within them (groups.xst), and data that
specifies the location of the template pool (jtdf.xst). The scanning applications
use the information in the Config files to determine the location of scan folders.
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Data contains the scan repositories (document folders) associated with this scan
server. Within data you will find the Shared, System, and User directories.

m  Shared contains any shared document folders. Shared folders are those
folders accessible to the members of a group. Groups are defined within the
Add Network Scanner Wizard or the Manage Users dialog. Currently, the
ability to create groupsis available for NetWare and Windows NT (using
NTFS) installations only.

m  System contains the Public repository (document folder). Public is intended
to be used as a default repository where scanned documents, whose template
does not specify a destination repository, will be filed. All scan users have
read/write access to this repository.

m  Users contains document folders for individual scan users.

Inbox isa scan repository used to process documents being distributed to E-Mail
or to other applications’ inboxes. The Distribution Server monitors this
repository for the arrival of scanned documents and distributes the documents to
the destination specified in the template.

Servicesis designed to enable the implementation of future scanning services.
Currently this directory is not used.

Template contains the scan templates (the Template Pool). A default Scan to
PaperPort template is created for each network user specified as a scan user
during setup with the Scan Admin Wizard.

The cw_scan.ini is also created during installation and contains the path to the
\CW_SCAN directory. The cw_scan.ini file resides in the same directory as the
\CW_SCAN directory. It is not contained within the \CW_SCAN directory.
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Summary of Access Rights

NetWare Networks

The following table summarizesthe \CW_SCAN configuration directory structure on
aNetWare network and defines the access rights for different user groups as they
relate to different directories within the structure.

User/Group Rights

Folder/ DCSUsers Enabled User
Directory Group Scan Users
\CW_SCAN R/IF R/F
\BIN RIF R/F
\CONFIG R/W/E/CIM/F R/IF
\DATA R/W/E/CIM/F R/F
\SHARED R/W/E/CIM/F R/F
\SHARED\Groupl R/W/E/CIM/F R/W/E/CIM/F
\SYSTEM R/W/E/CIM/F R/F
\PUBLIC R/W/E/ICIM/F | R/WIEICIM/F
\USERS R/W/E/CIM/F R/F
\USERS\User1 R/W/E/CIM/F R/W/E/CIM/F
\TEMPLATE R/F R/W/E/CIM/F
\INBOX R/W/E/CIM/F
\SERVICES R/W/E/C/IM/F R/F

Table 1-1: NetWare Network Access Rights by User Type

R = Read, W = Write, E = Erase, C = Create, M = Modify, F = FileScan
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Windows NT Networks

NTFS

When you install Network Scanning Servicesto an NTFS partition using the Windows
NT option within the Add Network Scanner Wizard, CentreWare sets the folder
permissions within the \CW_SCAN directory structure to all enabled scan users and
to the account given to the Document Centre.

Because the folder permissions are filtered by the permissions of the Share, you must
make sure that the ENABLEDSCANUSERS group has Change access at the Share
level. Change access enables Read, Write, Execute, and Delete capabilities.

Thefollowing table summarizesthe \CW_SCAN configuration directory structure on
aWindows NTFS network and defines the access rights for different user groups as
they relate to different directories within the structure.

User/Group Rights

Folder/ DCSUsers  Enabled User Group  Everyone

Directory Group Scan Users
\CW_SCAN R/X R/X R/X
\BIN R/X R/X
\CONFIG R/W/X/D R/X
\DATA R/W/X/D R/X R/X
\SHARED R/W/XID RIX
\SHARED\Group1 R/W/X/D R/W/X/D
\SYSTEM R/W/X/D R/X R/X
\PUBLIC R/W/X/D R/W/X/D R/W/X/D
\USERS R/W/X/D R/X
\USERS\User1 R/W/X/D R/W/X/D
\TEMPLATE RIX RIW/X/D
\INBOX RIW/X/D
\SERVICES R/W/X/D RIX

Table 1-2: Windows NT Network Access Rights by User Type
R = Read, W = Write, D = Delete, X = Execute
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FAT File Systems

CentreWare does not set folder permissions when installing to a Windows NT FAT
file partition. You must manually set the permissions of the Share so that enabled scan
users (ENABLEDSCANUSERS group) can connect to and use the server.

Document Centre Account Network Access Rights

The network account created for the Document Centre requires these additional
settings:

m  Rightsto Log on Locally (assigned to the EVERYONE group)
m  Password Never Expires

m  User Cannot Change Password
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Using CentreWare Watch Services
to Scan to PaperPort

This section contains instructions on how to use the CentréWare Watcher to
automatically scan to PaperPort. The recommended method for scanning to PaperPort
isto use the Xerox Document Centre Image Retriever which isincluded in the
supplemental Scan to PC Desktop™ software package. However, if you wish to use
CentreWare Watch Services, follow the instructions below.

NOTE: The Xerox Document Centre Image Retriever supports single-page TIFF,
multi-page TIFF, and PDF formats when scanning to PaperPort.

The CentreWare Watcher only supports multi-page TIFF. You must select multi-
page TIFF as the output format in the scan distribution template.
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» Touse the CentreWare Watcher to Scan to the PaperPort desktop:
1 Open the Watch Folder window:
m  From the Xerox Network Scanners Folder, click Scanner > Watch Folder.
-OR -

m  Right-click the scanning icon in the Windows taskbar, and choose Watch
Folder.

2 Click Add to open the Add Watch Wizard.
Type the path of the folder to watch for scanned documents, and click Next.
-OR -

Click Browse and locate the folder on the network. Click OK to close the
Browse dialog and Next to continue.

4 Select Open with an application and click Next.

5 Browseto the location of the directory in which PaperPort isinstalled and select
the PaperPort executable (paprport.exe). If you performed the typical PaperPort
instalation, the path is:

C:\ Program Fi | es\ ScanSof t \ Paper Por t
6 Click Open. The path and the executable file name appear in the Open With field.
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7 Placeyour cursor at the end of the path in the Open Wth field. Add a space and
type /IMPORT or /IMPORTD.

/IMPORT—imports the scanned documents into PaperPort and also retains the
filesin the document folder.

/IMPORTD—imports the scanned documentsinto PaperPort and deletes the files
from the document folder.

Your entry should look like one of the following:

C:\ Program Fi | es\ ScanSof t \ Paper Por t\ Papr port. exe /| MPORT
C:\ Program Fi | es\ ScanSof t \ Paper Por t\ Papr port. exe /1 MPORTD

8 Click Next.
9 Click Finish to complete the setup.
10 Click OK to close the Watch Folder dialog.
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Glossary

Add Network Scanner Wizard. A Network Scanning Services software application
which enables Network Administratorsto set up a server to support network
scanning, manage access to various scanning services, and set up a Document Centre
to “communicate” with the scan server. Scan users can also use the Wizard to
automatically discover scanners available to them on the network.

Add Watch Wizard. A Network Scanning Services software component which
enables users to monitor a document folder for activity. See Watch Services.

\CW_SCAN. The scanning configuration directory structure created on the scan
server when the Administrator installs Network Scanning Services on a network file
server. All document folders, the template pool, and associated scanning files are
contained within the \CW_SCAN directory.

Distribution. A Network Scanning Services term which describes the software’s
ability to automatically send scanned images or OCR’d documents to E-Mail and
document management systems.

Distribution Server. A Windows 95, 98, or NT client, or NT 4.0 server set up to host
automated document processing. The type of processing that takes place is based on
the services specified in a distribution template. The distribution server manages
automated Scan to E-Mail, OCR processing, and scanning to document management
systems.
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Distribution Template. A distribution template is a component of the Network
Scanning Services software which contains specific instructions on how to create,
process, or store a network scan job. The information in the template defines various
scan, OCR, fax, and E-Mail settings that may be required to compl ete the scan job.
Templates are stored in atemplate pool on anetwork file server. Each user is assigned
a default template when the Administrator sets up access to network scanning.

Document Centre. A multi-function networked machinethat is capable of providing
copying, printing, scanning, and faxing services. Most services can be accessed and
administered from networked personal computers.

Document Folder. A document folder isafiling directory on a network server in
which scanned documents are stored. The scanned documents remain in the document
folder until they are processed automatically by the Distribution Service or until they
areretrieved or moved by the Watch Service. A document folder can be monitored by
only one Network Scanning Services application at atime.

Document Repository. See Document Folder.

Filing Policy. The Filing Policy specifies the method used to store the TIFF images
in adocument folder. The four possible options are outlined below:

m  Overwrite Existing File—deletes any TIFF files stored in the document folder
before sending the newly scanned files of the same name. All deleted files are
lost.

m  Append to Existing File—adds data from newly scanned filesto the existing files
(of the same name) in the document folder. Existing files are not deleted. Delete
old files on aregular basisto conserve server space.

m Do Not Save—determinesif any files with the same name already exist in the
document folder. If no files exist, the newly scanned files are sent to the folder. If
files with the same name already exist in the folder, the scan job is aborted.

m  Rename New File—creates a new directory structure (based on the time and date
of creation) into which the TIFF images are filed. Although thisisthe safest
filing policy, it requires alarge amount of disk space. (Thisisthe default setting.)

FTP Installations. A term used throughout this book to designate scanning
installations to an FTP server. Installations to Windows NT FAT partitions, OS/2
Warp servers, and SUN OS, HP-UX, or AIX systems are all considered FTP
Installations.
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History. The history functionality allows network administrators and scan users to
view the history and status of scan jobs. The History window displays a summary of
any scan-to-distribution jobs (such as scan to E-Mail, scan to a document folder with
OCR, or scan to other applications) and information on their status.

MAPI/MAPI32. An acronym for Microsoft Messaging Application Program Interface.
MAPI is an electronic mail standard supported by many E-Mail applications.
MAPI32 refersto 32-bit environments.

Only MAPI32-compliant E-Mail applications, such as Microsoft Exchange, Outlook,
cc:Mail (version 8+), or MSInternet Mail, are compatible with Network Scanning
Services. Outlook Expressis not MAPI-32 compliant and is not supported.

Multi-page TIFF. See tif (TIFF).

Network Scanning Services. A group of CentréWare software applications that
enable users to convert paper documents to an electronic format. These documents
can later be stored on afile server, OCR'd, distributed via E-Mail, faxed, or sent
directly to a PC desktop application without requiring the use of a dedicated scanner
for each PC.

Optical Character Recognition. A technology that analyzes binary (black and
white) images of character shapes, identifies them as particular alphanumeric
characters, and outputs them to a text data stream, either in computer memory or to a
computer file.

PaperPort. An easy-to-use, intuitive interface which enables users to annotate,
organize, file, and locate scanned documents. PaperPort’s document communication
features use links to applications which enable users to fax and E-Mail scanned
documents without leaving PaperPort.

Remote Repository. A remote repository is a scanning file directory, or document
folder, located outside the scanning directory structure \CW_SCAN) on the scan
server. It may be located on the same physical server or on a different server
altogether. See Also Document Folder.

Repository. See Document Folder.

Glossary-3



Scan Server. The network server on which the Network Scanning Services software
(\CW_SCAN directory) isinstalled. It typically hosts the scan template pool, a
document folder for each scan user, a default scanning repository (document folder),
and group repositories (if groups are supported by the network configuration).

Service (scanning). An automated process or type of function performed within
network scanning. Services are “programmed” or specified within a scan template.
Available services vary based on the capabilities of your Document Centre scanner
and which services are installed and enabled on your network.

Template Pool. A directory location on a network file server (the scan server) in
which scan templates are stored. Templates created with Network Scanning Services
are automatically stored to the template pool.

TextBridge Pro. Optical Character Recognition (OCR) software used to “read” a
scanned image by analyzing and identifying the text from it. The text is output to an
electronic file which can later be edited using various word-processing programs.
Text documents that are scanned but are not processed through OCR become image
files and cannot be modified.

1if (TIFF). A file extension for files which contain page images in Tagged Image File
Format (TIFF), aformat commonly used for scanned images. Single-page TIFF isthe
default for Network Scanning Services and must be used for scanning to PaperPort.
Each page of the original scanned document is transformed into asingle TIFF image.
Multi-page TIFF is available for Scan to E-Mail processing.

xst (file). Thefile extension used to denote a Xerox Scan Template file.
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xsm (file). A Xerox document storage format designed to simplify integration with
third-party applications. The .xsm folder contains a collection of TIFF image files,
datafiles, and the template file. The .xsm typically contains files such asthe
following:

XSMDESC.DAT - An ASCII file which contains the long document name
(0 - 50 characters).

<directory name>.DAT - An ASCII list of ordered TIFF file names for the job,
one name per page. Thisfile has the same name as the .XSM directory.

NEXTNAME.DATE - An ASCII filewhich contains the next available TIFF file
name. The next name is dependent on the Document Filing Policy designated in
the scan template.

00000001.TIF, 00000002.TIF (etc.) - The collection of TIFF files from the job.
The exact name of thefile is dependent on the scanning setup.

<directory name>.xst - The template used to scan the document. Thisfile hasthe
same name as the .XSM directory.

Watch Services. A component of the Network Scanning Services software which
enables users to monitor document folders for activity. By using the Add Watch

W zard, users can choose from three different automated services that will occur once
a scanned image is detected in the document folder. The service optionsinclude:
moving the document to another directory, opening the document with a specific
application, or sending amessage to the user’s desktop indicating that adocument has
appeared in the folder.

Glossary-5



Glossary-6



Index

A C
access rights summary A-4 CentreWare B
, documentation set xii
Add Network Scanner Wizard 1-5, 1-11 internet support xiv
adding users and groups 2-24, 3-32 technical support xiv

_ i clearing history 6-12
tomatically d i '
autom fetvxyorllsz?\ig Z(Ee;rgners O completed jobs properties 6-11, 10-5

config directory A-2
choosing a discovery method 2-19, configuration
3-26 directory structure A-2
enabling new scanners 2-18, 3-25 requirements 2-3, 3-3
Document Centre 2-3, 3-3

identifying existing scanners 2-18, workgtation 2-3, 3-3

. 325 confirmation report, setting the default 6-9
using 2-17, 3-24 connectivity requirements
adding scan Groups 2-24, 3-32 NetWare 2-4
. creating
adding scan Users 2-24, 3-32 distribution templates 7-6
administrator software, installing 2-15, network account for scanner 2-14, 3-17
3-22 virtual directory for FTP installations
alias (FTPinstallations) 3-20 - 318
cw_scan.ini, defined A-3
auto exposure 7-32
available Document Centres 2-19, 3-28 D _
data directory A-3
B default repository settings 6-7
o default.xst 7-3
bin directory A-2 defining the original document size 7-24
browse methods 2-19, 3-26 deleting groups 5-9

NETWORK SCANNING SERVICES GUIDE INDEX-I



devicesfound 2-19, 3-28
directory structure, scanner A-2
disabling job history 6-12
distribution
properties 6-4
server, establishing 6-4
services
enabling 4-1
setting up 4-5
distribution templates 1-5
about 7-1
auto exposure 7-32
creating and editing 7-6
scan to E-Mail 7-12
scanto fax 7-14
scan to folder 7-8
default 7-2
deleting 7-34
degtinations 7-7
E-Mail 7-8
fax 7-8
folder 7-8
document and image options 7-22
editing darkness, contrast, and
sharpness 7-29
enabling OCR 7-19
filing policy 7-28
opening 7-5
properties 1-8
renaming 7-34
scan processing options 7-21
scan resolution 7-31
specifying the output file format 7-27
updating existing templatesto 5.1
software 1-12
window 7-4

INDEX-II

Document Centre
configuration requirements 2-3, 3-3
Image Retriever 8-3
login and password 2-23, 3-31, 6-6
network access A-6
properties 1-11
security requirements 2-5, 3-7
testing configuration during installation
2-26, 3-35
document folder, locating on server 1-11
documentation
Help xiii
Help Centre xiii
Network Scanning Services Guide xii
Network Scanning Services User Guide
Xii

E

enabling E-Mail and Distribution 4-1
access to CentreWare Inbox 4-6
E-Mail account 4-5
E-Mail requirements 4-3
installing TextBridge Pro 4-8
server requirements 4-3
setup overview 4-4

enabling job history 6-12

error messages 12-9

exploring documents 1-11

F
features 1-4
Add Network Scanner Wizard 1-5
distribution templates 1-5
history 1-7
properties 1-8
watch services 1-7
Xerox Network Scannerswindow 1-4

NETWORK SCANNING SERVICES GUIDE



filing policy
append 7-28
do not save 7-28
overwrite 7-28
rename 7-28
FTPinstalations
testing the connection 3-35

G
getting help
Internet support xiv
telephone support Xiv
getting started 1-9
groups
adding usersto groups 5-8
creating agroup 5-6
deleting 5-9
removing users from 5-9

H

history 1-7
clearing record 6-12
disabling 6-12
enabling 6-12
status 10-3
window 10-1

I
identifying a new scanner on the network
2-18, 3-25
image adjustment
contrast 7-30
lightness/darkness 7-30
sharpen/soften 7-30

Image Retriever, Xerox Document Centre
8-3

NETWORK SCANNING SERVICES GUIDE

Inbox directory 4-6
installing Network Scanning Services

Add Network Scanner Wizard 2-17,
3-24

adding scan users and groups 2-24, 3-32

connectivity requirements 2-4, 3-4

creating scanner account 2-14, 3-17

Document Centre requirements 2-3, 3-3

enabling Document Centre network
access 2-23, 3-31

enabling E-Mail and distribution 4-1

installing Admin software 2-15, 3-22

key terms 2-2, 3-2

location 2-22, 3-30

overview 2-12, 3-15

planning 2-6, 3-8

scan server requirements 2-4, 3-4

setting up scanning installation directory
(FTP) 3-18

specifying server operating system 2-22,
3-30

testing the Document Centre
configuration 2-26, 3-35

testing the FTP connection 3-35

user installation 2-27, 3-36

workstation requirements 2-3, 3-3

I P address scanner discovery 2-19, 3-26
IPX address scanner discovery 2-19, 3-26

joblog (xst) 7-22, 10-6
job status, checking 10-3

key terms 2-2, 3-2
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lead edge, auto exposure 7-32
locating
scanned documents 1-11
scanners on network 2-18, 3-25

M

make this PC the distribution server 6-4
managing groups
adding usersto groups 5-8
creating scan groups 5-6
deleting 5-9
removing users from groups 5-9
managing scan user accounts 1-11, 5-2
adding users 5-3
removing users 5-5
managing scanner properties 6-2
changing scanner login name and
password 6-6

completed jobs 6-11

default repository settings 6-7

distribution 6-4

general 6-8

status 6-3

template pool settings 6-5, 6-10
modifying record retention 6-12
multi-page TIFF 7-27

N

NetWare, security rights A-4
network login and password, scanner 6-6
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Network Scanning Services
benefits of 1-3
capabilities 1-2
creating and editing templates 7-6
defined 1-1
features 1-4
getting started 1-9
history 10-3
installing 2-1, 3-1
uninstalling 11-1
using watch services 8-6

O

Optical Character Recognition (OCR) 4-8
enabling in templates 7-19

output file format, specifying 7-27

overview of scanning installation 2-12, 3-15

P

paper orientation, when scanning 9-2 to 9-3
planning the installation
best configuration 2-8, 3-10
managing security 2-9, 3-12
required functionality 2-6, 3-8
problem solving 12-1
common error message 12-9
tipsfor administrators 12-2
tipsfor users 12-5
properties 1-11
completed jobs 6-11
general 6-8to 6-9
history 6-11
scanner 1-8
template 1-8, 7-5
watch folder 8-5
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removing users from scanning installation
5-5
requirements
connectivity 2-4, 3-4
installation 2-3, 3-3
network configuration 2-4, 3-4
scan server 2-4, 3-4
security 2-5, 3-6
resolution 7-31

S

scan history, See history
scan server
configuration requirements 2-4, 3-4
directory structure A-2
inbox directory 4-6
scan templates, See distribution templates
scan to destination
E-Mail 7-8
fax 7-8
folder 7-8
scan to E-Mail, enabling 4-1
Scan to PC Desktop
about x, 2-6, 3-8
image retriever 8-3
scanner
creating a network account for 2-14,
317
menu in XNSwindow 1-11
properties 1-8
settings properties 6-5
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scanning a document
from DC 220, 230, 332, or 340 ST 9-2
from DC 240, 255, or 265 ST 9-3
from DC 420, 432, or 440 9-2
from DC 460 or 470 9-3
scanning configuration directory structure
A-2
bin directory A-2
config directory A-2
CW_SCAN directory A-2
cw_scan.ini file A-3
data directory A-3
document folders A-3
template pool A-3
security requirements 2-5, 3-6
NetWare A-4
Network Administrators 2-5, 3-6
scan users 2-5, 3-6
scanner 2-5, 3-7, A-6
Windows NT
account operators 3-6
administrators 3-6
FAT partitions A-6
NTFS A-5
server operating system
path requirements 2-22, 3-30
specifying during installation 2-22, 3-30
shared directory (Windows NT) 3-18
SNMP community names, other than default
35
specifying the output file format 7-27
status properties 6-3
suppressjob log 7-22
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TCP/IP Hostname scanner discovery 2-19, Wwatchfolders 1-7, 1-11

3-26

template pool A-3

enabling daily refresh 6-10

verifying the location 6-6
testing the FTP connection 3-35
TextBridge Pro

installing 4-8

options 7-19
TIFF 7-27
transitioning to 5.1 software 1-12
troubleshooting 12-1

U
uninstalling
server software 11-2
workstation software 11-4
upgrading software
how to 2-10, 3-13
what you should know 1-12

user template, See distribution templates
Y,

viewing history 1-11

virtual directory

for FTPinstallations 3-18
required path structure 3-20
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watch services 1-7
about 8-1

CentreWare watcher vs. Document
Centre Image Retriever 8-3

display amessage 8-6to 8-7
modifying 8-10
move to another folder 8-6, 8-8
open with an application 8-6, 8-8
removing 8-10
what’snew xi, 1-12
windows
distribution template 7-4
history 10-1
watch folder 8-4
Xerox Network Scanners 1-9
Windows NT
creating a shared directory 3-18
security A-5
FAT partitions A-6
NTFS A-5
workstation
configuration requirements 2-3, 3-3
installing Network Scanning Services
2-27, 3-36

X

Xerox Document Centre Image Retriever 8-3
Xerox Network Scanners window 1-4, 1-9
Xerox Welcome Center xiv
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