
 

   
 Page 1 of 1 
 

 

 

 

 

 

 

 

 

Software Release Details 

Products Firmware Network PCL5 PCL6 PSP PDF TIFF 

WC3615 201604180655 80.48 201509142031 201509142031 201509142031 201509142031 201509142031 

PH3610 201604180649 80.48 201509142032 201509142032 201509142032 201509142032 201411181544 

 

Purpose 

This firmware release contains the following enhancement: 

 Support for SHA2 certificate for wireless connectivity 

 Fixes printing issue found with certain jobs from Redhat server. 

 Fixes fax dialing issue for European countries (WC3615 Only) 

 Provide a drop down list on the CWIS LDAP Server Authentication Configuration page to allow the admin 
to configure “Match User’s Login ID to the following LDAP attributes: 

o · CN (currently used / default) 

o · UID 

o · User Principal Name (UPN) 

o · SAM Account Name (sAMAccountName) 

 Support to allow certain French characters to print correctly. 

o To allow these characters to print correctly the following snippets need to be downloaded and run: 
 DEFAULT_ISOLATIN_ALL.ps : to switch all PostScript fonts to ISOLatin 

 DEFAULT_ISOLATIN_HELVETICA.ps : to switch only Helvetica family to ISOLatin 

 DEFAULT_STANDARD_ALL.ps : to switch all PostScript fonts to Standard 

o The snippets can be found at the following link: 
http://www.support.xerox.com/go/getfile.asp?objid=132535 

 Includes mitigation of the Poodle vulnerabilities by implementing a change to default SSL to off and use TLS 
only. To learn more go to Xerox Security Information page http://www.xerox.com/information-security/enus.html. 

 Fixes some additional printing issues. 

 

The Firmware Release is located at: 

WorkCentre 3615 

Phaser 3610 
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